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INTRODUCTION

Introduction

Part II of the Missouri Adaptive Enterprise Architecture Program documents the processes and templates used to manage and produce the Architecture Blueprint and EA Program Tools.  The process to manage updates and adjustments to the Missouri Adaptive Enterprise Architecture Program is documented as well in the Change Management Process.

The EA Program processes and templates are vital to the success of the Missouri Adaptive Enterprise Architecture.  Architecture is a living set of interrelated pieces.  Figure 1, Architecture Process Overview shows how the architecture processes interact with each other to create a continuous cycle of renewal.

Figure 1.  Architecture Process Overview
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	The EA Program processes and templates are vital to the success of the Missouri Adaptive Enterprise Architecture.


The cycle of renewal is achieved with a structure of reusable processes and templates.  The processes (covered in MAEA Manual Part II, Chapters 1 – 6) are provided in order, following the flow of the Architecture Lifecycle diagram (Figure 1) and beginning with the Documentation of the Architecture Blueprint.  

Processes Legend Overview:
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The following legend provides the symbols used in the process models throughout the MAEA Program.  

Figure 2.  Process Legend 
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Architecture Processes Overview

[image: image6.png]GC - Password Controls 02-28-03. doc Propes

Goneral Sy | satstics | cotents | ustarn |

Tile: [pomaintame
Subject:  [MAEA Architecture Blusprint
Author:  [Security Domain Commitee
Manager: [shawn Smith, Committes Char
Company;  [Missouri Office of Information Technology

Coteqory: [MAEA Architecture Blueprint
Keywords:

Conments: ’7

T
base!
Templete;  MAEA Compliance Component 10-07-02.dot

™ save preview icture

==





The Architecture Governance processes identified in this part are an integral piece of the overall IT management processes used to implement technology solutions within the State.  The diagram in Figure 3 shows the integration of the Architecture Processes with external management processes.  

The process flow is from the perspective of a living architecture.   The main information flow will be triggered from the Architecture Compliance and Architecture Vitality processes.  The listing below and the brief overviews of the processes follow the flow of the diagram.

Regardless of the flow, the processes are the same, only the entry point changes.  

There are six primary processes:

· Architecture Compliance Process

· Architecture Vitality Process (Blueprint Vitality)

· Architecture Documentation Process

· Architecture Review Process

· Architecture Communication Process

· Architecture Change Management (MAEA Program Vitality)

Associated management processes include:

· Project Management

· Missouri’s Value Assessment Program (MoVAP)

· Procurement
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Figure 3.  Architecture Processes
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Architecture Compliance Process
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The State of Missouri IT community has undertaken the development of Enterprise Architecture with the understanding that it is an appropriate and tactically sound approach to managing information technology from a statewide perspective. With consensus achieved, it is assumed that compliance will be a voluntary process.  Agencies will adhere to defined architectural strategies because it is an expedient, efficient, and globally accepted process.  Groups outside of the Architecture Committees will have the most interaction with the Adaptive Enterprise Architecture through the Architecture Compliance Process and Architecture Communication Process.

One of the Project Management integrations with the Adaptive Enterprise Architecture occurs during the Architecture Compliance Process.  Project teams should add Architecture Compliance to their project plans and estimates.

During this process, architecture help can be sought from the Architecture Office, to aid in determining a technology solution.  Reviews of existing architecture product components and new technology scans can be conducted to aid in finding a technology solution.  

Circumstances exist that will preclude the use of the documented standards. The formal compliance process allows for the review and acceptance of variances from the statewide architecture. Agencies will be allowed to submit deviations. These deviations should be presented with an appropriate business case stating the reasons for the variance. Legitimate business cases will be reviewed and those accepted will be documented as approved variances during the Architecture Review Process. 

Results from accepted variances feed the Architecture Vitality Process during its periodic kick-offs.

Details of the Architecture Compliance Process are covered in MAEA Part II - Chapter 4: Architecture Compliance Process.

Architecture Vitality Process

Vitality is the process that ensures that the Architecture Blueprints remain current and accurate. This is a major requirement of the overall architectural processes. To ensure vitality, the Enterprise Architecture must be reviewed from a business strategy, an IT strategy, and a study of technology directions. Input must be provided from the Architecture Executive Committee for the business strategy, and from the ITAB and Architecture Review Committee for the IT strategy. The subject matter experts must ensure that technology solutions are extensible and sustainable.

Any time business strategies, IT strategies, or technology solutions shift noticeably, an architectural vitality review may be required.  Architectural reviews should occur every four to six months at a minimum. 

Once the Architecture Vitality Process is kicked off, the bulk of the changes will be documented in the Architecture Documentation Process.  A summary of the Architecture Blueprint changes will be produced and presented the next time the Architecture Review Process is initiated.  

Details of the Architecture Vitality Process are covered in MAEA Part II - Chapter 5: Architecture Vitality Process.

Architecture Change Management Process
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The Architecture Change Management Process addresses changes to the MAEA Program.  It does not address changes to the Architecture Blueprint itself. Instead, the Architecture Change Management Process defines how the MAEA Program will be kept vital as changes in technology are applied within the State and new Technology Trends, Best Practices and Business Drivers are realized.

The Architecture Change Management Process is defined, planned and controlled by the ARC, but the ITAB, or the AEC may initiate actions. 


Details of the Architecture Change Management Process are covered in MAEA Part II - Chapter 6: Architecture Change Management Process.

Architecture Documentation Process

The Architecture Blueprint is produced during the Documentation Process.  The Architecture Blueprint articulates the State’s architecture, showing classifications for products and compliances as emerging, current, twilight, or sunset.  Products and compliances are also denoted as accepted or rejected during the creation and review of the Architecture Blueprint.  From this documentation process, a wealth of information can be drawn to aid agencies in determining technology solutions.

The documentation is developed by Domain Committees.  A Domain Committee is comprised of subject matter experts who are familiar with the State’s IT environment.  The Architecture Documentation Process is the lengthiest of the Architecture Blueprint processes.  The process can be triggered from other Architecture processes, including:

· Initial MAEA Program creation which then initiates the Architecture Educational Sessions and Domain Committee Working Sessions

· Help request generated during the Architecture Compliance Process

· Periodic Architecture Vitality Process initiations by the Architecture Office

· Documenting the results from the Architecture Review Process

The Architecture Documentation Process provides the dynamic information that the Architecture Communication Process uses.  

Details of the Architecture Documentation Process are covered in MAEA Part II - Chapter 1: Architecture Documentation Process.

Architecture Review Process

The review process allows the Architecture Governance committees to review, debate, discuss, and decide the various additions and changes to the Architecture Blueprint and MAEA Program Tools.  The review process also determines which variances will be accepted into the State’s IT Portfolio.  

The proposed architecture changes can come from any of the following processes:

· Architecture Compliance Process

· Architecture Vitality Process

· Architecture Documentation Process

· Architecture Change Management Process

Details of the Architecture Review Process are covered in MAEA Part II - Chapter 2: Architecture Review Process.
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Architecture Communication Process

Good communications is required to ensure that all users of the IT architecture understand the objectives of the architecture plan and its significance to the State of Missouri. In addition, all users must have access to the latest version of the Architecture Blueprint in order to make educated decisions about future business and technology solutions. 

This requires a mechanism that communicates with all users to ensure that their activities are synchronized with the plan.  Appropriate documentation must also be available to contractors and vendors who expect to do business with the State. In many instances, their products and services will be required to conform to the State’s architecture. 

Details of the Architecture Communication Process are covered in MAEA Part II - Chapter 3: Architecture Communication Process.

Management Processes 

Management processes are those processes that are external to Architecture, and yet have links to or are touched by the Architecture Lifecycle Processes.  Currently these processes include:

· Project Management

· Missouri’s Value Assessment Program (MoVAP)

· Procurement

These processes are fully defined processes in their own right.  The process documentation resides within the department responsible for the process. For example, the process detail for procurement is documented within the Procurement Department.  Details for the interaction points of these processes with the Architecture processes will be covered in MAEA Part II – Chapter 7: Management Processes.

Architecture Blueprint Structure Overview

The Architecture Blueprint is the collection of dynamic data that defines and categorizes the products, configurations and compliances (guidelines, standards and/or legislation) regarding the technology in use or being considered within the state of Missouri.  

In order to discuss the various pieces of Enterprise Architecture Blueprint it is helpful to get an overall picture of how the major pieces fit together.  As can be seen from the Enterprise Architecture Framework graphic in Figure 4, the Enterprise Architecture Pillars (Principles, Best Practices and Technology Trends) are overarching the Architecture Blueprint.
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Figure 4.  Enterprise Architecture Framework
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Architecture Blueprint Levels

The Architecture Blueprint is broken out into five major levels:  

· Domains 

· Disciplines 

· Technology Areas 

· Product Components 

· Compliance Components

Domains are the natural divisions of the technical architecture and form the main categories of Missouri’s Enterprise Architecture Blueprint.  

Each Domain identified will be developed and documented by a Domain Committee made up of subject matter experts who are familiar with the State’s IT environment.  The logical functional subsets of a Domain are called Disciplines.  Disciplines allow further breakdown of the Domain into manageable pieces, especially for Domains that cover large and/or diverse topics.  Each Discipline is a cohesive unit with regard to its technology areas and stakeholders. The Systems Management Domain provides a good example of a Domain with multiple Disciplines:
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	DOMAIN
	DISCIPLINES

	Systems

Management
	Asset Management

	
	Change Management

	
	Console/Event Management

	
	Help Desk/Problem Management

	
	Business Continuity


Each Domain will have one or more Disciplines.  As with Domains, additional Disciplines may be identified during the development or evolution of the Enterprise Architecture.

Technology Areas are those technical items or topics that support the functionality of the architecture.  Often subject matter experts are associated with specific Technology Areas. Technology Areas are identified and addressed within each Discipline as appropriate for the Discipline.  

A few examples of Technology Areas from within the Database Management Discipline are: 

· Relational Database

· Flat File Systems

· Desktop Database

· Data Models

Each of these Technology Areas may have products and/or compliance criteria associated with it.  At this level, the technical details of the architecture start to form.  

Product Components include the products or product families that are specific to a Technology Area.  Examples of Product Components identified within the Technology Area of Data Models include ERWin, Visio, and Designer 2000.

The documentation of each Product Component includes the evaluation criteria that the Domain Committee will use to determine how to classify the product.  (Classifications include:  emerging, current, twilight, or sunset.  This concept is explained in detail in Chapter 1 Architecture Documentation Process).

Compliance Components identifies guidelines, standards and legislative mandates associated with a Discipline, Technology Areas, and/or Product Component as appropriate.  Guidelines, standards and legislative mandates differ primarily in the degree of compliance prescribed by each.  

Compliance Components (guidelines, standards and mandates) can be documented at the Discipline, Technology Area, and/or Product Component level and provide the basis for making important decisions about new products, protocols, configurations, etc.   The same template for evaluation, classification, and documentation can be used for Compliance Components at all three levels.
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Product and Compliance Component Classifications

The Enterprise Architecture Framework includes the framing elements required to document the current, emerging, or obsolete products, standards, and guidelines.  One goal of developing an Architecture Blueprint is to establish enterprise standards for all technologies used to implement and manage the business of the State of Missouri.  These technology products, policies and standards allow the State to manage the insertion of new technology and the exiting of obsolete technology within the infrastructure, leverage the use of technology to maximize the benefits, contain costs and better control its technology destiny. 

For the Missouri Adaptive Enterprise Architecture Documentation process, product/compliance components are developed and classified between emerging, current, twilight, and sunset classifications. From this documentation process, a wealth of information can be drawn to aid State government entities in determining functional and technology solutions. The full details of this documentation process are covered in MAEA Part II - Chapter 1: Architecture Documentation Process.  A definition of each of the Product/Compliance Component Classifications is provided here for easy reference:

· Emerging – Emerging technologies consist of new technological discoveries that possess the potential to significantly affect the Missouri Enterprise Architecture; existing technologies that have impending new or revised applications; and major issues and trends that may have profound, new technology implications.  New technologies being introduced into the Missouri enterprise should typically enter the Architecture Blueprint as emerging until proven as a sustainable solution. 

· Current – Current technologies represent the implemented products, standards and technologies that have been proven to support the business needs of the State enterprise.  Current enterprise technologies have been tested within the State and are often those technologies accepted as standard by industry.  The Current classification could also be synonymous with preferred or acceptable technologies.

· Twilight – Twilight technologies are those that do not conform to Missouri's Enterprise Architecture Principles, Best Practices, or Technology Trends and are recommended to be phased out of the enterprise.  Twilight technologies are generally thought to be dead-end investments with no cost recovery thereby eliminating their use from any future technological solutions.

· Sunset – Sunset technologies are those that do not conform to Missouri's Enterprise Architecture Principles, Best Practices and Technology Trends and a discontinuation date has been set for the technology to be phased out of the enterprise.    

Component Migration Strategies

The evolution of technologies within the Missouri enterprise from their introduction into the Architecture Blueprint as Emerging to their obsolescence as Sunset is an ever-evolving process with multiple migrations and interdependent activities.  For Products/Compliances classified as Current, Twilight or Sunset, a migration strategy must be formulated when the Product/Compliance migrates from:

· “Emerging” moving to the classification of “Current”

· “Current” moving to either “Twilight” or “Sunset”

Migration strategies will identify:

· Impacts on existing components

· Considerations for conversion

· Recommendations for:

· New development

· Modifications to existing components (corrections & enhancements)

· Possibilities for user-base expansion (reuse)
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Unclassified

All Product Components and Compliance Components are first documented in the architecture as unclassified.  It is through evaluation and a review of migration strategies that the component’s classification will be ultimately determined.  A consistent set of fit criteria has been developed to aid in this evaluation.  The procedures for the evaluation process can be found in MAEA Part III Appendix G – EA Component Evaluation Workbook.

Summary 

Figure 5 provides a pictorial view of the relationship between the five Architecture Blueprint levels. As can be seen from the graphic, these pieces work together to ensure the complete documentation of the Domains that form the Architecture Blueprint. 

Figure 5.  Template Relationships
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To further show the Architecture Blueprint Levels examine Figure 6.  This figure shows samples of the various type of information that can be captured at each level. 
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Figure 6.  Samples from Information Domain / Data Management Discipline

	
	

	DOMAIN
	Information

	
	

	DISCIPLINE
	Data Management

	
	

	TECHNOLOGY AREA
	Relational Database

Flat File Systems

Desktop Database

Data Models

	
	

	PRODUCT COMPONENT
	Oracle

Sybase

DB2

ERWin 

Designer 2000

	
	

	COMPLIANCE COMPONENT
	Data Model Denotations-Crows Feet 

Normalization

Column Naming Standards

	
	


Architecture processes are presented in the remainder of MAEA Part II.  Each process will have a Process Model and Narrative section.  Where a template is used, the template is documented immediately following the process that called for its usage.
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CHAPTER 1: Architecture Documentation Process

CHAPTER 1: Architecture Documentation Process

Overview

The process of creating the Architecture Blueprint is made up of eight sub-processes to help document and evaluate the five template levels of detail covered by the Architecture Blueprint.  The sub-processes include:

	Every architectural domain will have an Architecture Domain Committee that is responsible for developing proposed standards and maintaining the domain content.


· Outline Domain and Train Domain Committees

· Conduct Domain Committee Work Sessions

· Complete / Update Domain Template

· Complete / Update Discipline Template

· Document / Update Technology Areas

· Document / Update Product Components

· Document / Update Compliance Components

· Evaluate Compliance / Product Components

Sub-Processes & Templates 

Each of the sub-processes follows the same format:

Sub-Process 


Process Model


Process Detail


Template (if applicable)



Overview



Sections



Sample Template Form



Template Detail
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Outline Domain and Train Domain Committees

Three events can trigger the Architecture Documentation process: 

· New Domain Committee

· The Architecture Vitality Process

· The Architecture Compliance Process (Help Request)

The starting point differs depending on the event that triggered the documentation process.  The following explains the starting points and rationale:

· New Domain Committee Trigger – Upon set-up of a new Domain Committee, the committee needs to be supplied with basic frames for the Domains and Disciplines.  Committee members also need to be trained in the various architecture processes and templates.

· Architecture Vitality Process Trigger – This periodic process verifies that the Architecture Blueprint continues to stay current with the changes in the business and technology world, and the MAEA Program.  Vitality can impact the Architecture Blueprint from the Domain level down.

· Architecture Compliance Process Trigger – IT groups can request architecture help from the Architecture Office in determining the best solution for their needs.  They can also request a new technology be reviewed for compliance.  This process is initiated with an Architecture Help Request.  Compliance can impact the Architecture Blueprint from the Technology Area level down.

Identify Disciplines, Provide Discipline Definition, and Provide Potential Technology Areas – The Architecture Review Committee and the Architecture Technology Committee develops and provides:

· A definition for each Domain and Discipline that has been identified  

· A list of potential Technology Areas for each discipline

Provide Specific Direction & Guidance – Based upon the ARC / ATC’s knowledge of the business direction and strategies, they may provide the Domain Committee with recommendations concerning the prioritization of their work efforts.  They may also recommend specific technologies that they wish to have documented in the architecture blueprint.  Further prioritization can occur once the Domain Committee has determined a list of Technology Areas.  The Domain Committee can prioritize the list and then seek the advice of the ARC on priorities they feel exists in the business community. 

Document ARC Domain / Discipline Information – All of the information developed and gathered in the previous processes will be documented and feed into the educational sessions and Domain Committee working sessions.
Appoint Architecture Domain Committees – After the development of this initial detail, the Domain Committees will be appointed from subject matter experts who are familiar with the state’s IT environment. 

Receive Architecture Introduction Training, Receive Domain Architecture Training, and Conduct Domain Committee Work Sessions - These committees will receive three progressive educational sessions:

· Architecture Introduction – covering MAEA Part I –Architecture Administration, as well as a high-level overview of MAEA Part II – Architecture Processes & Templates

· Domain Architecture Training – covering MAEA Part II in detail, as well as reviews of the Domains/Disciplines/Technology Areas provided by the ARC

· Domain Committee Work Sessions – Working sessions that apply knowledge gained in the two educational sessions, to undertake the development of the Architecture Blueprint documentation
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The detail for these three sessions is provided in MAEA Part III – APPENDIX C: Architecture Educational Approach.

The objective of the Domain committees is to develop or select Compliance Components (guidelines, standards, and mandates) for the various levels of the Architecture Blueprint (Disciplines, Technology Areas, and Product).  The level of detail in each Domain’s Architecture Blueprint may vary depending on the requirements for specificity.  Some Domains Committees may only identify guideline compliances at the Discipline level, while others may have very definitive standards for configurations at the product level.  Unless direct guidance is given by the ARC/ITAB, it is the purview of the Domain Committee to determine the appropriate level of specificity required.  This decision should be documented in the Discipline Documentation Requirements section of the Discipline Template. 
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Conduct Domain Committee Work Sessions
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These work sessions are intended to produce the documentation that initially populates the Architecture Blueprint.  Ongoing Domain Committee meetings will be required to maintain the vitality of the Domain’s Architecture Blueprint.  The Architecture Office or the Domain Chairperson may call meetings to address architectural issues related to the Domain.  It is possible that contractual services could be used to assist with research on the Domain contents.  The Domain Chairperson will facilitate the work sessions.  Members of the Architecture Technical Committee will assist with the facilitation to lend consistency and historical perspective to the process. 

Domain Committee representatives must be present at working sessions as substitutions are not allowed.  If a Domain Committee member can no longer participate, the Domain Committee Chair must notify the Architecture Office immediately so that a new member may be appointed by the ARC.  Representatives must also be present to vote on Domain Committee decisions, as electronic proxies are not permitted.  A simple majority (number of members divide by two plus one) is required for Domain Committee decisions.

Execute Standing Committee Meetings – The first committee meeting will include:

· Defining roles and responsibilities

· Review documentation requirement

· Determine expectation of on-going meetings

After the first meeting, the on-going committee meetings will continue, triggered from architecture processes including:

· Architecture Documentation (outstanding items to complete)

· Architecture Review Process

· Architecture Compliance Process

· Architecture Vitality Process

Summarize Architecture Blueprint Changes – Based on changes that have occurred since the last periodic review, the Domain Committee will pull together a summary.  This summary should list all of the changes to the Architecture Blueprint for that Domain throughout the five levels.  

Review Enterprise Architecture Pillar Compliance – The changes being submitted for a specific Domain may cause a conflict with one of the Enterprise Architecture Pillars.  This process step assures that the Domain Committee takes a high-level review of the Domain’s Architecture Blueprint Assets to verify that no conflicts exist with Enterprise Architecture Pillars.  Where conflicts exist, an Architecture Change Request is provided to the Architecture Office.

Enterprise Architecture Pillar compliance requirements are as follows:

· Principles - Architecture Blueprint assets cannot be in conflict with this pillar.  If a conflict is found, it must be documented on the Domain Template, and a recommendation to change the principle must be submitted to the Architecture Office.  The Architecture Review Committee should reevaluate the Principle for potential change or reject assets that are causing the conflict.

· Best Practices – Architecture Blueprint assets can be in conflict with this pillar.  If a conflict is found, it must be documented and submitted to the Architecture Office for review.  Approval to proceed or halt will be provided by the Architecture Review Committee.

· Technology Trends – Architecture Blueprint assets can be in conflict with this pillar.  In the Domain Template, denote that a conflict exists and explain what the conflict entails.
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Submit Domain Results – Based on time or completion of a documentation process, the available Domain blueprint results will be pulled together and submitted to the Architecture Office.

Review Domain Results – The Architecture Office receives, reviews, and summarizes the Domain results.

Create Cost Benefit Summary – Based on the type of Domain results being submitted a decision on the need for cost benefit information to aid in the Architecture Review will be determined.  Items such as a large install base would be candidates for cost benefit analysis.  

Architecture Review Process – Once the Domain results have been prepared the Document will be presented and reviewed at the next Architecture Review Committee meeting.  The Domain Committee can also initiate the review by completing a scope of work.  Examples include:  

· Finishing a set of Discipline’s Technology Areas

· Completing a technology scan and documentation to aid an Architecture Help Request

This meeting’s process is documented in the Architecture Review Process (MAEA Part II - Chapter 2).
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Complete / Update Domain Blueprint
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Using the Domain Template as a guide, the Domain level of the Architecture Blueprint will be completed/updated.  The following process steps need to be followed to aid in this documentation: 

Review Domain Definition, Review Domain Boundary, and Review Associated Disciplines – The definitions of the Domain and its associated Disciplines are provided to the Domain Committee during the facilitated workshop training.  The Domain Committee will have the responsibility of reviewing:

· Domain definition and Domain boundary

· Associated Disciplines

Recommended MAEA Program Changes should be submitted if:

· Enhancements to the MAEA Program are identified

· Additional Disciplines are required

This request is submitted to the Architecture Office for validation prior to any further work on that recommendation.  All other work can continue while the recommendation is being reviewed.  

Review/Document Related Enterprise Principles – A review of enterprise principles (MAEA Part I - Chapter 4) should be conducted.  The Domain Committees are not expected to develop additional principle statements.  They should identify principles that apply most directly to their Domain and elaborate on (and document) the relationship between their Domain and the principle.

Review/Document Related Best Practices – A review of global best practices (MAEA Part I - Chapter 5) should be conducted.  Best practices that are specific to the Domain and not included in MAEA Part I - Chapter 5, should be defined and documented as a Compliance Component (either as a guideline or a standard).

Review/Document Related Technology Trends – A review of global technology trends (MAEA Part I - Chapter 6) should be conducted.  Identification of the technology trends that most affect the Domain, and the relationship to the Domain, should be documented.  Technology trends that are specific to the Domain and not included in MAEA Part I - Chapter 6, should be defined and documented as Discipline specific technology trends.

Conflicts are not required to be denoted at this time as conflicts with the Enterprise Pillars are usually not discovered until the Domain Committee begins defining the Product/Compliance Components.  Prior to submitting Domain results to the Architecture Office, the Domain Committee must evaluate all Architecture Blueprint assets against the Enterprise Pillars to capture potential conflicts.

Document Recommended MAEA Program Changes, Review Recommended MAEA Program Changes and Architecture Change Management Process – Any changes that need to be done to the definition, boundary, principles, best practices, and technology trends prior to proceeding with the Domain documentation should be documented and submitted to the Architecture Office.  These types of changes can affect more than just the Domain committee requesting the modification.  The Architecture Office will review the recommended changes and submit them to the Architecture Change Management Process for inclusion or exclusion in the MAEA Program.

[image: image28.png]Governance

Business Drivers

Best Technology

Practices Trends

N . Technology
W

Product Component Compliance Component

ARCHITECTURE
BLUEPRINT Current Twilight Sunset

Component Migration Strategies

Unclassified





Document Domain State Contracts – Existing or planned State contracts that address the specific Domain technologies should be identified.  This part of the Domain template should be completed after documenting the Technology, Product, and Compliance Components under the Domain.  

Editorial note:  It is anticipated that current working documents that exist in the Division of Purchasing will be used to identify contracts that relate to the Domains.  These documents currently reside on the Purchasing web page, and can be referenced by anyone.  Specific documents and detailed access procedures still need to be defined. All contracts should reflect the global architecture principles and Domain Compliance Components.

Contract Implications on Architecture:

· Support – Contracts need to be adapted to enterprise wide architecture

Time to resolve problems

Training if competence is needed, include specifics about volumes and time

Consulting, if internal competence is not available.

· Flexibility – Contract must support adaptive range of architecture

Possibility to move licenses between different operating systems and platforms

Licenses not tied to specific sites, organizational units or projects

· Scalability – Contracts should be tailored to handle varying needs over time.

Up-scaling of volumes should be covered in the contract

Support needs should be flexible, contract should not lock in to long term, high level support

Products – Products will evolve and may be merged into new product families or have their names changes. The contract should indicate how the vendor handles new or revised products.

Set Current Status – Because so many documents move through the documentation process at one time, it is important to understand where a given document is in the process.  Statuses include:

· In Development – Indicates the specific document is being defined.

· Under Review – Indicates the document is being reviewed.

· Accepted – Indicates the ARC has accepted the document into the architecture.

· Rejected – The document was rejected by any governance group during the reviews. The reason for rejection must be documented in the audit trail information.

Update Domain Audit Trail – Audit trails for the information provided in the templates should be maintained.  During this initial development of the Domain only the creation, accepted/rejected, and last date updated information needs to be maintained.

Domain Template
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Template Overview

This is the highest level of the architectural documentation framework.  The definition and development of Domains is a process that will evolve and change as information is gathered and documented. 

The Architecture Committees have been involved in a high-level review process to define and document the initial set of Domains. The initial set of Domains that make up the technical architecture include:

· Interface

· Infrastructure

· Application

· Security

· Information

· Integration

· Systems Management

· Privacy 

It is anticipated that Domain Committees may identify additional Domains during the development or evolution of the Enterprise Architecture.  The identification process steps are defined in Process: Complete Domain Template

The subcommittees and other architecture stakeholders are encouraged to provide feedback and suggestions to the Architecture Office whenever it is apparent that the feedback will enhance the architecture.

Template Sections

The Domain Template will include the following sections:

· Definition

· Boundary

· Associated Disciplines

· Principles

· Best Practices

· Technology Trends

· State Contracts

· Current Status

· Audit Trail


Template Form Sample

The Domain Template provides a vehicle for documenting the Domain details in an electronic format.  The visual representation of the Domain Template, provided here, is followed by the detailed description of its contents.  The Domain Committee members may access MAEA Domain Template.dot for an electronic entry of the Domain detail.


	domain template

	Definition

	Name
	     

	Description
	     

	Rationale
	     

	Benefits
	     

	Boundary

	Boundary Limit Statement
	     

	Associated Disciplines

	List Disciplines under this Domain.
	     

	Principles

	Related Enterprise Principles

	Principle
	Conflict
	Relationship

	GP1: Information Technology is an enterprise-wide resource. IT investments will be aligned with the strategic goals of the State of Missouri through planning and architecture processes.
	 FORMCHECKBOX 

	     

	GP2: State IT systems and Enterprise Architecture will support the State’s long-term business, strategies and plans. All development activities will comply with the architecture.
	 FORMCHECKBOX 

	     

	GP3: The State of Missouri Enterprise Architecture represents a target IT environment for the State. Departments and agencies will converge on the architecture over time, as new applications are built and deployed, and old systems refreshed or retired. 
	 FORMCHECKBOX 

	     

	GP4: All State Information Technology solutions that deliver products and services to stakeholders will comply with the State Enterprise Architecture.
	 FORMCHECKBOX 

	     

	GP5: Enterprise Architecture is adaptive and must evolve to accommodate changes in business and technology.
	 FORMCHECKBOX 

	     

	GP6: The CIO, ITAB members, and Domain Chairpersons will provide leadership to the State on the use of technologies to encourage business innovations. 
	 FORMCHECKBOX 

	     

	MP1: Accountability will be established for all IT assets – applications, data and technologies. Accountable individuals will be responsible for the management, administration and usage of these assets. 
	 FORMCHECKBOX 

	     

	MP2: State agencies will adopt an organizational culture that supports architecture.
	 FORMCHECKBOX 

	     

	TP1: Agencies will develop and implement technology solutions based upon industry standards and proven technologies that are in compliance with the Enterprise Architecture. 
	 FORMCHECKBOX 

	     

	TP2: The state agencies will actively seek opportunities to share and re-use IT assets.  Where possible IT organizations will implement common sets of technologies and services. 
	 FORMCHECKBOX 

	     

	TP3: Technology must focus on population demographics and economic issues championed by the policy makers. 
	 FORMCHECKBOX 

	     

	TP4: The State of Missouri will secure critical infrastructure in a way that protects the health, safely, and welfare of the citizens and their interests. 
	 FORMCHECKBOX 

	     

	TP5: The State of Missouri will leverage statewide project and oversight processes as a way of increasing the State’s and individual agencies' ability to deliver quality products and services within budget limitations. 
	 FORMCHECKBOX 

	     

	TP6: The State of Missouri IT community will be financially accountable for selecting, deploying, building, and maintaining solutions for the citizens and stakeholders of the enterprise.  
	 FORMCHECKBOX 

	     

	TP7: Metrics will be utilized as a way to measure progress in technology standardization and success in delivering technology solutions.  
	
	

	TP8: The State of Missouri must develop a seamless, reliable, secure, and “always available” network and infrastructure to support the growing demands of our citizens and constituents.  
	
	

	TP9: All agencies will follow state architecture practices and adopt technology directions as soon as feasible.  The State of Missouri will actively adopt measures to increase reuse, decrease costs, consolidation where appropriate, and retire expensive assets. 
	 FORMCHECKBOX 

	     


	Best Practices

	Related Best Practices

	Best Practice
	Conflict
	Relationship

	BP1: Enterprise Architecture must be an in-sourced effort. 
	 FORMCHECKBOX 

	     

	BP2: IT resources should be focused on the agency’s mission. 
	 FORMCHECKBOX 

	     

	BP3: The State will use a standard set of proven technologies; the proliferation of technologies will be avoided. 
	 FORMCHECKBOX 

	     

	BP4: Technology selection will consider, in addition to functionality, the ability to support systems management disciplines that are oriented toward centralized management of all technology components. 
	 FORMCHECKBOX 

	     

	BP5: Government of enterprise architecture will be done in a federated way. EA will support common business infrastructure initiatives across semiautonomous business units. Best-practice efforts are focused on centralizing IT governance and defining government-wide federated architectures.
	 FORMCHECKBOX 

	     

	BP6: The State will balance the needs of privacy and accessibly while ensuring security of personal information and the state’s assets.   
	 FORMCHECKBOX 

	     


	Technology Trends

	Related Technology Trends

	Technology Trends
	Conflict
	Relationship

	TT1: Government will still experience a shortfall in obtaining highly skilled, motivated staff due to budget constraints and out-sourcing options.
	 FORMCHECKBOX 

	     

	TT2: The increasing failure of traditional software development methods and financial and resource constraints, combined with “time-to-market flexibility”, is producing fundamentally new techniques for the execution of IT projects. 
	 FORMCHECKBOX 

	     

	TT3: Enterprises are using new technologies to reduce administration costs and establish a unified system management approach for corporate computing. 
	 FORMCHECKBOX 

	     

	TT4: Unified management and governed evolution of the Enterprise Architecture will become a dominant best practice even where asset ownership is federated. Federated architectures will focus on supporting common business infrastructure initiatives across semi-autonomous business units. 
	 FORMCHECKBOX 

	     

	TT5: Tension between citizens’ security and right to privacy will become increasingly significant. Securing IT assets and developing a comprehensive security and privacy architecture are required by 80%+ of public-sector CIOs. Privacy/security mandates will require CIOs to re-evaluate existing practices in light of the physical and digital security requirements for federal, state, local, and international government interfaces.
	 FORMCHECKBOX 

	     

	TT6: Evolution from Vendor Contracting to Vendor Partnerships will evolve. 
	 FORMCHECKBOX 

	     

	TT7: E-Government will slow. 
	 FORMCHECKBOX 

	     

	TT8: A service oriented architecture is emerging due to the enablement of web-services and increased accessibility and usage of all access channels. 
	 FORMCHECKBOX 

	     

	TT9: The portal will be a cost of doing business, with frameworks broaching G2E, G2B, G2G, and G2C requirements and providing content, process automation, integration, development, knowledge, and collaboration management capabilities. Portal frameworks will provide comprehensive facilities for interfaces (personalization, visualization, navigation) and application delivery (e.g., Web services location, development, integration).
	 FORMCHECKBOX 

	     

	State Contracts

	Planned Contracts
	     

	Existing Contracts
	     

	Current Status

	Provide the Current Status
	 FORMCHECKBOX 
 In Development    FORMCHECKBOX 
 Under Review    FORMCHECKBOX 
 Approved    FORMCHECKBOX 
 Rejected

	Audit Trail

	Creation Date
	     
	Date Approved/Rejected
	     

	
Reason for Rejection
	     

	Last Date Reviewed
	     
	Last Date Updated 
	     

	
Reason for Update
	     


Template Detail 


Section I – Definition

Domain Name – The Architecture Committees (ARC and ATC) provide the Domain Name.

Description – The Architecture Committees (ARC and ATC) provide the initial description of the Domain.  This definition should be reviewed by the Domain Committee.  The definition should be as specific as possible to distinguish from the other Domains’ information and to allow readers to enter at any point in the architecture blueprint and understand the content of each component.  A minimum of one paragraph should be written for the description.  

Rationale – The Architecture Committees (ARC and ATC) are to provide, as rationale, the fundamental reason or basis for this Domain being included within the architecture.  Rationale can be thought of as the motivation or reasoning that defines why the Domain is important to the enterprise.  This Domain rationale will drive the design of subordinate assets of the Architecture Blueprint.  A minimum of one paragraph or three bulleted items must be written to describe the rationale.

Benefits – The Architecture Committees (ARC and ATC) are to provide the initial benefits associated with the Domain.  These should be tangible, measurable outcomes that explain what the Domain will do for the enterprise.  Benefits are best defined as the positive consequences Missouri government entities can expect to receive from adopting or following the architecture blueprint assets defined within this Domain.  A minimum of one paragraph or three bulleted items must be written to describe the benefits.

Section II – Boundary

Boundary Limit Statement – The Boundary Limit Statement provides parameters for identifying the boundaries for the Domain.  This section includes statements about what is included as well as items that are related, but excluded from the Domain.  Include a statement of scope and potential technology areas or areas of technology owned by the Domain.  If excluded items are identified, it is beneficial to include a reference to the Domain where information can be found.

Section III – Associated Disciplines

Provide a list of the Disciplines that are covered within this Domain.  This provides an index for these Disciplines.  The detailed documentation for each Discipline listed will be completed using the Discipline Template.

Section IV – Principles

Principles – The overarching general rules that hold true across the architecture. The principles are developed and documented by the Architecture Review Committee at the most global level of the architecture.  These global principles are covered in Part I - Chapter 4 of this manual.  

Conflict – Verify that the development of the Domain’s associated blueprint assets does not conflict with the established enterprise Principles documented in MAEA Part I - Chapter 4.  Check the box to indicate a conflict.  A Yes/ No answer is also appropriate.

Relationship – The relationship should be documented for those Principles that apply most directly to the Domain.  Principles left blank will indicate that the principle does not relate to this Domain. 

Section V – Best Practices


Best Practices – Best Practices identify industry processes related to the implementation of the architecture that will assist in the maintenance and expansion of an adaptive statewide technical architecture. They are based on experience and proven results. The best practices are documented in MAEA Part I - Chapter 5, and apply to the enterprise wide concept of architecture.

Conflict – Verify that the development of the Domain’s associated blueprint assets does not conflict with the established enterprise Best Practices documented in MAEA Part I - Chapter 5.  Check the box to indicate a conflict.  A Yes/ No answer is also appropriate.

Relationship – The relationship should be documented for those Best Practices that apply most directly to the Domain.  Best Practices left blank will indicate that the practice does not relate to this Domain.

Note: Best practices that are identified as specific to the Domain will be defined and documented as Compliance Components (guidelines or standards) at the Discipline level.

Section VI – Technology Trends

Technology trends within the industry have an effect on the deployment of information technology. Identifying these trends and having an awareness of their impact will allow IT decision makers to develop more informed, effective decisions.

The Architecture Review Committee has identified an initial set of technology trends that apply to the Enterprise Architecture. These are documented in MAEA Part I - Chapter 6.

Conflict – Verify that the development of the Domain’s associated blueprint assets does not conflict with the established enterprise technology trends (MAEA Part I - Chapter 6).  Check the box to indicate a conflict.  A Yes/ No answer is also appropriate.

Relationship – The relationship should be documented for those technology trends that apply most directly to the Domain.  Technology trends relationships left blank will indicate that the technology trend does not relate to this Domain.

Note: Technology Trends that are identified as specific to the Domain will be further defined and documented at Discipline level.  This will allow for defining of the industry trends within the Discipline where they most appropriately apply.

Section VII – State Contracts

Planned Contracts – Provide a list of planned future contracts associated with this Domain.

Existing Contracts – Provide a list of existing contracts associated with this Domain.

Section VIII – Current Status

Document the status of a document, indicating whether the document is in development, under review, approved, or rejected.

Section IX – Audit Trail

Creation Date – Provide the date the Domain was created.

Date Approved/Rejected – Provide the date the Domain was accepted into the architecture or rejected.


Reason for Rejection – If the Domain was rejected, document the reason for the rejection.

Last Date Reviewed – Document the most recent date the Domain was taken through the Architecture Vitality Process.

Last Date Updated – Document the most recent date that any item in the Domain template was changed.

Reason for Update – Document the reason for the update to the Domain.  This information should be a detailed description of the change, for future reference. 

Template Properties

The document properties must be entered for each template to properly prepare it for entering into the Architecture Blueprint Assets.  Select File – Properties from the menu to display the Properties window.


Summary Tab Fields

Title – This field contains the name from the Definition section of the template followed by “Domain”.

Subject – “MAEA Architecture Blueprint” is entered in this field for every template.  This distinguishes this information from MAEA Program documents such as the Manuals and Education Sessions and will be useful for EA Repository or Document Management system integration.

Author – This field contains the name of the Domain Committee that has authored the document.

Manager – This field contains the name of the Domain Committee Chairperson.

Company – Confirm that “Missouri Office of Information Technology” is entered in this field.  They are the sponsor organization for all MAEA Architecture Blueprint activities.


Category – “MAEA Architecture Blueprint” is entered at the Domain level.

Keywords – This field is blank at the Domain level. 

Comments – This field can contain any historical information that the authoring Domain wishes to capture.  Of particular help can be items such as creation dates, date when submitted for review, revision dates, acceptance dates, etc.

Hyperlink Base – This field should be left blank.

Save Preview Picture – This field should remain unchecked to keep the file size down.  This field increases the file size by creating a bitmap image of the first page as part of the file header info when stored in windows.



Complete / Update Discipline Blueprint

Using the Discipline Template as a guide, the Discipline level of the Architecture Blueprint will be completed/updated.  The following process steps must be followed to aid in this documentation: 


Review / Document Discipline Definition, and Review / Document Discipline Boundary – The Domain Committee will have the responsibility of reviewing the Discipline definition and Discipline boundary provided by the ARC.  

Document Recommended MAEA Program Changes, Review Recommended MAEA Program Changes and Architecture Change Management Process – Any changes that need to be done to the definition, or boundary  Technology Areaprior to proceeding with the Discipline documentation should be documented and submitted to the Architecture Office.  

These types of changes can affect more than just the Domain committee requesting the modification.  The Architecture Office will review the recommended changes and submit them to the Architecture Change Management Process for inclusion or exclusion in the MAEA Program.

Remaining Discipline documentation can continue while the recommended changes affecting the MAEA Program are forwarded through the Architecture Change Management Process.

Document Critical References – Critical References can aid in identifying the Technology Areas, Product Components, and/or Compliance Components.  The references that are specific for the Discipline include:

· Documenting Related Disciplines


Consider the Discipline as related if any of the following are true:

· Do the decisions made for product and compliance components within that Discipline can impact the Discipline being documented?

· If decisions about that Discipline needs to consider requirements from the Disicpline being documented?

· Are the Technology Areas under that Discipline are part of an integrated solution with the Technology Areas under the Discipline being documented?

· Identify the various Standard Organizations and Government Bodies 

· Identification of key State of Missouri IT Stakeholders / Roles  


Discipline Specific Documentation of Technology Trends 


Some key questions that should be considered when identifying the Technology Trends include:

· What trends and events will drive new business investment in IT?

· What technology advances or changes will impact IT deployment decisions?

· How can the State exploit IT while facing a complex and volatile environment?

· Technology Trend Source – Provide the source of the Technology Trend for reference/historical purposes.  This section can include reference to organizations such as Gartner Group, etc. or can be the name of the person who proposed the trend.  URLs may also be included if applicable.

Document / Update Compliance Components – Compliances that are more Discipline related should be documented at this level.  Each Domain Committee should evaluate and select Compliance Components that apply to the Discipline. These would include:

· Guidelines that are general statements of direction or define desired future state for this Discipline.  These will not be mandated.  

· Standards from any generally accepted standards organization that is appropriate for the Discipline.  More than one standard may exist.  Variance must be sought not to follow one of the standards that exist.

· Legislated required by law and only a change in the mandate can allow variances to be granted.


Document Methodologies – Methodologies followed within this Discipline area.  (Note:  This is not the methodology followed to document this Discipline in the EA Blueprint.)  This is another place to verify that the deliverables of the methodology do not conflict with the components of the architecture.  Implementation of the selected Technology Areas should be aided by the methodology deliverables.  Examples of Methodologies for the Application Development Discipline would include RAD (Rapid Application Development, Spiral Project Management), and JAD (Joint Application Development).

Determine / Document Discipline Documentation Requirements – Documentation requirements for the Discipline must be documented, assuring that the quality and level of the documentation intended by the Domain Committee is maintained.  As the architecture continues to mature, various subject matter experts will work on the Domain Committee, and the knowledge of why something was done a certain way may not be obvious to those joining.  The Domain Committee can express their expectations for how the Discipline is to be maintained in this area.   

The discipline documentation requirements also communicate to the ARC and other Domain Committees the reason this Domain Committee chose to document to a specific level of detail.  Assuring the quality and level of documentation intended by the Domain Committee is essential

Document / Update Technology Areas – The process for deriving and capturing all the remaining levels of the architecture begins here.  This level aids in defining and finding the various products and compliances under a technology area.  The process steps will be covered in detail in Document / Update Technology Areas sub-process.

Set Current Status – Because so many documents move through the documentation process at one time, it is important to understand where a given document is in the process.  Statuses include:

· In Development – Indicates the specific document is being defined.

· Under Review – Indicates the document is being reviewed.

· Approved – Indicates the ARC has accepted the document into the architecture.

· Rejected – The document was rejected by any governance group during the various reviews. The reason for rejection must be documented in the audit trail information.

Update Discipline Audit Trail – Audit trails for the information provided in the template must be maintained.  During this initial development of the Discipline only the creation, accepted/rejected, and most recent date updated information must be maintained.

Discipline Template

Template Overview 


Disciplines are the logical functional areas within a Domain.  Each Domain will contain one or more Disciplines.  The Discipline template will be used to ensure consistent documentation of each Discipline identified by the Architecture Review Committee. The detail of the architecture begins to form at the Discipline level. 

The Architecture Committees (ARC and ATC) has been involved in a high-level review process to define and document the initial set of Disciplines and associate them with the appropriate Domain.  The development of Disciplines within each Domain is the responsibility of the Domain Committee.  This process will evolve and change as information is gathered and documented. 

It is anticipated that Domain Committees may uncover additional information that should be included as part of the architecture.  The subcommittees and other architecture stakeholders are encouraged to provide feedback to the Architecture Office whenever it is apparent that the feedback will enhance the architecture.  The format for submitting feedback or suggestions is currently under development, in the form called Recommended MAEA Program Changes.

Template Sections 

The Discipline Template will include the following sections:

· Definition

· Boundary

· Associated Domain

· Critical References

· Associated Compliance Components

· Methodologies

· Discipline Documentation Requirements

· Associated Technology Areas

· Current Status

· Audit Trail

Template Form Sample

The Discipline Template provides a vehicle for documenting the Discipline details in an electronic format.  The visual representation of the Discipline Template, provided here, is followed by the detailed description of its contents.  The Domain Committee members may access MAEA Discipline Template.dot for an electronic entry of the Discipline detail.


	Discipline Template

	Definition

	Name
	

	Description
	

	Rationale
	

	Benefits
	

	Boundary

	Boundary Limit Statement
	     

	Associated Architecture Level

	Specify the Domain Name
	     

	Critical References

	Related Domains/Disciplines

	 FORMCHECKBOX 

	Interface – Branding
	 FORMCHECKBOX 

	Interoperability – Data Exchange
	 FORMCHECKBOX 

	Systems Mgt – Business Continuity

	 FORMCHECKBOX 

	Interface – Access
	 FORMCHECKBOX 

	Interoperability – Application Interoperability
	 FORMCHECKBOX 

	Security – Managerial Controls

	 FORMCHECKBOX 

	Interface – Accessibility
	 FORMCHECKBOX 

	Application – Application Engineering
	 FORMCHECKBOX 

	Security – Technical Controls

	 FORMCHECKBOX 

	Information – Knowledge Mgt
	 FORMCHECKBOX 

	Application – Electronic Collaboration
	 FORMCHECKBOX 

	Security – Operational Controls

	 FORMCHECKBOX 

	Information – Data Mgt
	 FORMCHECKBOX 

	Systems Mgt – Asset Mgt
	 FORMCHECKBOX 

	Privacy – Profiling

	 FORMCHECKBOX 

	Information – GIT
	 FORMCHECKBOX 

	Systems Mgt – Change Mgt
	 FORMCHECKBOX 

	Privacy – Personification

	 FORMCHECKBOX 

	Infrastructure – Network 
	 FORMCHECKBOX 

	Systems Mgt – Console/Event Mgt
	 FORMCHECKBOX 

	Privacy – Privacy

	 FORMCHECKBOX 

	Infrastructure – Platform 
	 FORMCHECKBOX 

	Systems Mgt – Help Desk/Problem Mgt
	
	

	Standards Organizations/Government Bodies

	List Standards Organizations
	     

	List Government Bodies
	     

	Stakeholders/Roles

	List Stakeholders
	     

	List Roles
	     

	Discipline-Specific Technology Trends

	List Discipline-specific Technology Trends
	     

	Technology Trend Source
	     

	Associated Compliance Components

	List Discipline-level Compliance Components
	     

	Methodologies

	List methodologies followed
	     

	Discipline Documentation Requirements

	Provide documentation requirements for this Discipline
	     

	Associated Technology Areas 

	List the Technology Areas associated with this Discipline
	     

	Current Status

	Provide the Current Status
	 FORMCHECKBOX 
 In Development     FORMCHECKBOX 
 Under Review     FORMCHECKBOX 
 Approved    FORMCHECKBOX 
 Rejected

	Audit Trail

	Creation Date
	     
	Date Approved/Rejected
	     

	
Reason for Rejection
	     

	Last Date Reviewed
	     
	Last Date Updated 
	     

	
Reason for Update
	     


Template Detail


Section I – Definition

Name – The Architecture Committees (ARC and ATC) provide the Discipline name.

Description – The Architecture Committees (ARC and ATC) provide the initial description of the Discipline.  The Domain Committee should review this description.  The description should be as specific as possible to distinguish from other Discipline information and to allow readers to enter at any point in the architecture blueprint and understand the content of each component.  A minimum of one paragraph must be written for the description.  
Rationale – The Architecture Committees (ARC and ATC) are to provide, as rationale, the fundamental reason or basis for this Discipline being included within the architecture.  Rationale can be thought of as the motivation or reasoning that defines why the Discipline is important to the enterprise.  The Rationale can include the major issues this Discipline is to address or criteria used to guide the design of subordinate assets in the architecture blueprint. A minimum of one paragraph or three bulleted items must be written to describe the rationale.

Benefits – The Architecture Committees (ARC and ATC) are to provide the initial benefits associated with the Discipline.  These should be tangible, measurable outcomes that explain what the Discipline will do for the enterprise.  Benefits are best defined as the positive consequences Missouri government entities can expect to receive from adopting or following the architecture blueprint assets defined within this Discipline.  A minimum of one paragraph or three bulleted items must be written to describe the benefits.

Section II – Boundary

Boundary Limit Statement – The Boundary Limit Statement provides parameters for identifying the boundaries for the Discipline.  This section includes statements about what is included as well as items that are related, but excluded from the Discipline.  The Boundary Limit Statement should include a statement of scope and potential technology areas or areas of technology owned by the Domain.  If excluded items are identified, it is beneficial to include a reference to the Domain and Discipline where information can be found.

Section III – Associated Domain 

Provide the name of the Domain with which this Discipline is associated.  This provides the appropriate mapping between Domain and Disciplines.

Section IV – Critical References

Related Domains/Disciplines – Provide a list of the Domains and underlying Disciplines that will affect this Discipline, or will be affected by changes within this Discipline. These references provide coordination points for critical decisions.  

Standards Organization / Government Bodies – Provide a list of the various standards organizations and/or Government Bodies that affect this Discipline.  Provide URLs for reference whenever possible. 

Stakeholders – Provide a list of Stakeholders for this Discipline.  Stakeholders are those internal State of Missouri IT organizations, committees, or individual staff who are directly affected by or have an effect on the Discipline and its associated architecture blueprint assets.  If stakeholder titles are not known, provide a description of the role the person or group performs in the Roles section.   


Roles – This section provides a place to provide the internal State of Missouri IT Roles and/or responsibilities for this Discipline.  This is especially helpful when a title for the stakeholder is not known. Roles ensure the accountability for all IT components, ensure IT efforts support the needs of the business and increase quality of IT solutions within the Discipline.

Discipline-specific Technology Trends – Add any Discipline-specific Technology Trends.  Technology trends within the industry have an effect on the deployment of information technology.  IT decision makers will develop more informed, effective decisions if they are aware of the impact of the Technology Trends.  

Section V – Associated Compliance Components

Provide a list of Compliance Components that are specific to the Discipline level.  

The detailed documentation for each component listed will be completed using the Compliance Component Template.

Section VI – Methodologies

Provide a list of methodologies followed in developing or supporting this Discipline as appropriate.

Section VII – Discipline Documentation Requirements

The Domain Committee should use this section to document the quality assurance criteria for the Discipline and express their expectations for how the Discipline is to be maintained.

Section VIII – Associated Technology Areas

Provide a list of the Technology Areas that are covered within this Discipline.  This provides an index for these Technology Areas.  The detailed documentation for each Technology Area listed will be completed using the Technology Area Template.

Section IX – Current Status

Document the status of a document, indicating whether the document is in development, under review, approved, or rejected.

Section X – Audit Trail

Creation Date – Provide the date the Discipline was created.

Date Approved/Rejected – Provide the date the Discipline was accepted into the architecture or rejected.

Reason for Rejection – If the Discipline was rejected, document the reason for the rejection.

Last Date Reviewed – Document the most recent date the Discipline was taken through the Architecture Vitality Process.

Last Date Updated – Document the most recent date that any item in the Discipline template was changed.

Reason for Update – Document the reason for the update to the Discipline.


Template Properties

The document properties must be entered for each template to properly prepare it for entering into the Architecture Blueprint Assets.  Select File – Properties from the menu to display the Properties window shown below.


Summary Tab Fields

Title – This field contains the name from the Definition section of the template followed by “Discipline”.

Subject – “MAEA Architecture Blueprint” is entered in this field for every template.  This distinguishes this information from MAEA Program documents such as the Manuals and Education Sessions and will be useful for EA Repository or Document Management system integration.

Author – This field contains the name of the Domain Committee that has authored the document.

Manager – This field contains the name of the Domain Committee Chairperson.

Company – Confirm that “Missouri Office of Information Technology” is entered in this field.  They are the sponsor organization for all MAEA Architecture Blueprint activities.

Category – The Domain Name at the Discipline level.

Keywords – This field is blank at the Discipline level. 


Comments – This field can contain any historical information that the authoring Domain wishes to capture.  Of particular help can be items such as creation dates, date when submitted for review, revision dates, acceptance dates, etc.

Hyperlink Base – This field should be left blank.

Save Preview Picture – This field should remain unchecked to keep the file size down.  This field increases the file size by creating a bitmap image of the first page as part of the file header info when stored in windows.

Complete / Update Technology Areas

The Technology Area level of the Architecture Blueprint should be completed/updated using the Technology Area Template as a guide.  The following process steps must be followed to aid in this documentation: 

Document Technology Area Definition – Review or document the Technology Areas definition, rationale and benefit.

Document Associated Discipline – Enter the name of the Discipline associated with this Technology Area.

Document Keywords – To aid in finding various Technology Areas documented in the Architecture Blueprint, keywords / nomenclature commonly associated with the Technology Area should be documented.

Conduct Technology Scan – At this level a technology scan of the enterprise should be conducted to determine the existing or proposed Products and Compliance Components used throughout the state that relate to this Technology Area.  

The Technology Scan is best accomplished through the use of a simple survey distributed to the various IT departments within the Missouri enterprise.  A simple survey would consist of a small number of questions that allows recipients to conduct a quick self-assessment of their agency’s IT landscape relative to this Technology Area.  Such Technology Scans are most effectively done via an e-mail survey. Based on the response, the Domain committees could potentially follow-up on particular themes and explore issues in greater depth.

Document/Update Compliance Components and Document /Update Product Components – After the technology scan is complete the Compliance Components and Product Components can be documented and assigned their classification within the architecture.

Set Current Status – Because so many documents move through the documentation process at one time, it is important to understand where a given document is in the process.  Statuses include:

· In Development – Indicates the specific document is being defined.

· Under Review – Indicates the document is being reviewed.

· Approved – Indicates the ARC has accepted the document into the architecture.

· Rejected – The document was rejected by any governance group during the various reviews. The reason for rejection must be documented in the audit trail information.


Update Technology Area Audit Trail – Audit trails for the information provided in the template must be maintained.  During this initial development of the Domain only the creation, approved/rejected, and most recent date updated information must be maintained.


Technology Area Template


Template Overview 

Technology Areas are those technical items or topics that support the functionality of the architecture. This template is used to identify and document the Technology Areas that support each Discipline.    

A majority of the Domain Committees work will focus on the Technology Area, Product Components, and Compliance Components.  The desirable and undesirable aspects of the Technology Area’s Product Components, captured in the Component Review, will indicate where this type of technical functionality can best be applied as compared to another.  One example is making the decision for use of relational databases compared to flat file systems.  

Template Sections 

The Technology Area Template will include the following sections:

· Definition

· Associated Architecture Levels 

· Keywords

· Associated Compliance Components 

· Associated Product Components

· Current Status

· Audit Trail

Template Form Sample

The Technology Area Template provides a vehicle for documenting the Technology Area details in an electronic format.  The visual representation of the Technology Area Template, provided here, is followed by the detailed description of its contents.  The Domain Committee members may access MAEA Technology Area Template.dot for an electronic entry of the Technology Area detail.


	Technology Area Template

	Definition

	Name
	     

	Description
	     

	Rationale
	     

	Benefits
	     

	Associated Architecture Levels

	Specify the Domain Name
	     

	Specify the Discipline Name
	     

	Keywords

	List Keywords
	     

	Associated Compliance Components

	List the Compliance Component Names
	     

	Associated Product Components

	List the Product Component Names
	     

	Current Status

	Provide the Current Status
	 FORMCHECKBOX 
 In Development     FORMCHECKBOX 
 Under Review     FORMCHECKBOX 
 Approved    FORMCHECKBOX 
 Rejected 

	Audit Trail

	Creation Date
	     
	Date Approved / Rejected
	     

	
Reason for Rejection
	     

	Last Date Reviewed
	     
	Last Date Updated
	     

	
Reason for Update
	     


Template Detail 


Section I – Definition

Name – Provide the name for the Technology Area.

Description – Document the description of the Technology Area in a way that provides sufficient clarity to the reader about the component.  A minimum of one paragraph must be written for the description.  Be as specific as possible to distinguish from other domain information and to allow readers to enter any point in the architecture blueprint and understand the content of each component.

Rationale – Rationale is documented to justify the creation of the Technology Area.  The Domain Committee is to document the fundamental reason or basis for this Technology Area being included within the architecture.  Rationale can be thought of as the motivation or reasoning that defines why the Technology Area is important to the enterprise.  The Rationale can include the major issues this Technology Area is to address or criteria used to guide the design of subordinate assets in the architecture blueprint. A minimum of one paragraph or three bulleted items must be written to describe the rationale.

Benefits – Document the benefits associated with the Technology Area.  These should be tangible, measurable outcomes that explain what the Technology Area will do for the enterprise.  Benefits are best defined as the positive consequences Missouri government entities can expect to receive from adopting or following the architecture blueprint assets defined within this Technology Area.  A minimum of one paragraph or three bulleted items must be written to describe the benefits.

Section II – Associated Architecture Levels 

Provide the name of the Domain and Discipline with which this Technology Area is associated.  This provides the appropriate mapping between the Technology Area and each of the designated architecture levels. 

Section III – Keywords

List any keywords that can be used to assist in searching the Architecture Blueprint for these Technology Areas.  This information will be helpful for anyone that be looking for information on similar technologies.  Do not replicate words already included in the template, such as Component Name, or terms listed within the definition details.

Section IV – Associated Compliance Components

List the Compliance Components associated with this Technology Area.  The detailed documentation for each component listed will be completed using the Compliance Component Template.

Section V – Associated Product Components

List the Product Components associated with this Technology Area.  The detailed documentation for each component listed will be completed using the Product Component Template.

Section VI – Current Status

Document the status of a document, indicating whether the document is in development, under review, approved, or rejected.


Section VII – Audit Trail

Creation Data – Provide the date the Technology Area was created.

Date Approved/Rejected – Provide the date the Technology Area was accepted into the architecture or rejected.

Reason for Rejection – If the Technology Area was rejected, document the reason for the rejection.

Last Date Reviewed – Document the most recent date the Technology Area was taken through the Architecture Vitality Process.

Last Date Updated – Document the most recent date that any item in the Technology Area template was changed.

Reason for Update – Document the reason for the update to the Technology Area.

Template Properties

The document properties must be entered for each template to properly prepare it for entering into the Architecture Blueprint Assets.  Select File – Properties from the menu to display the Properties window shown below.

Summary Tab Fields


Title – This field contains the name from the Definition section of the template followed by “Discipline”.

Subject – “MAEA Architecture Blueprint” is entered in this field for every template.  This distinguishes this information from MAEA Program documents such as the Manuals and Education Sessions and will be useful for EA Repository or Document Management system integration.

Author – This field contains the name of the Domain Committee that has authored the document.

Manager – This field contains the name of the Domain Committee Chairperson.

Company – Confirm that “Missouri Office of Information Technology” is entered in this field.  They are the sponsor organization for all MAEA Architecture Blueprint activities.

Category – The Technology Area at the Discipline level.

Keywords – This field contains keywords to assist in locating the document. 

Comments – This field can contain any historical information that the authoring Domain wishes to capture.  Of particular help can be items such as creation dates, date when submitted for review, revision dates, acceptance dates, etc.

Hyperlink Base – This field should be left blank.

Save Preview Picture – This field should remain unchecked to keep the file size down.  This field increases the file size by creating a bitmap image of the first page as part of the file header info when stored in windows.

 

Complete / Update Product Components


The Product Components documented in this sub-process and the Compliance Components documented in the Document Compliance Component sub-process become the essence of the architecture for the Discipline.  They specifically identify what products, compliances, and implementation recommendations will be used for implementation of the Discipline.

The Product Component level of the Architecture Blueprint should be completed/updated using the Product Component Template as a guide.  The following process steps must be followed to aid in this documentation: 

Review/Document Product Component Definition – Review or document the product component’s definition, rationale and benefits.

Document Associated Technology Area – Enter the name of the Technology Area associated with this product component.

Document Keywords – To aid in finding various products documented in the Architecture Blueprint, keywords / nomenclature commonly associated with the product will be documented. 

Document Vendor Information – Vendor information about the vendor providing the product will be documented, including the name, contact information, and web site for the vendor.  In addition, any evaluation conducted on the vendor should also be documented to aid in future evaluations conducted on the vendor.

Document Potential Compliance Organizations / Government Bodies – To assist in the identification of potential Compliance Components for the product, a list of Standard Organizations and/or Government Bodies associated with the product will be documented.  This list should include:

· Name

· Contact information

· Web site 

Document Aspects – Desirable and undesirable aspects of the product should be documented.  If the undesirable aspects have been discussed with the vendor, a synopsis of that discussion would be beneficial to show the likelihood that the vendor will be addressing the aspect.

Document / Update Compliance Components – Compliances that are more product-related must be documented at this level.  These might include:

· Guidelines – general statements of direction or definition of desired future states for the product.  These will not be mandated.  

· Standards – product releases/versions used within the enterprise or being proposed.   More than one standard may exist.  A variance must be granted not to follow one of the existing standards.

· Legislation – items required by law.  Only a change in the legislation can allow variances to be granted.

Evaluate Compliance / Product Components – Once the Product is documented, an evaluation of the product to determine its classification must occur.  This will be discussed in detail in the Evaluate Compliance / Product Components sub-process.


Create Migration Strategy – For a product classified as current, twilight or sunset, a migration strategy must be formulated when the product migrates from:

· “Emerging” moving to the classification of “Current”

· “Current” moving to either “Twilight” or “Sunset”

Migration strategies will identify:

· Impacts on existing components

· Considerations for conversion

· Recommendations for: 

· New development 

· Modifications to existing components (corrections & enhancements) 

· Possibilities for user-base expansion (reuse)

Set Component Classification – Based on the Migration Strategies a component classification can be changed.  This can occur in the following situations:

· A product that is determined through evaluation to be twilighted and replaced with another product.  When evaluating the migration strategies, it is determined that to migrate from one product to another is too costly or too risky to the State, then the existing product would remain classified as “Current”.

· A product that is determined through evaluation to becoming current from emerging.  When migration strategies are reviewed it is determined that the product should still remain emerging until more information is available.

These are just two examples of how reviewing migration strategies could cause a component classification to be changed.  

Determine / Document Impact Analysis Position Statement  – An impact analysis must be conducted to determine the impact the classification of the product will have on the existing architecture and install base.  Examples of impacts can include:

· When initially documenting Architecture Blueprint assets as “Twilight” or “Sunset” there is significant impact on those agencies that currently possess those technologies.  When making such a declaration, a migration strategy may not yet be present requiring an impact analysis on the existing architecture.

· Is a product classified as “Current” moving to “Twilight” going to cause a software component to go through a release update that may take months to accomplish?  

· Support levels may be impacted when choosing not to move a product from “Current” to “Twilight” when a vendor has chosen to no longer support the product.  

List Agencies – List all known agencies, departments, or other organizational structures in the state that are currently using this product.  Add any important information such as how long the agency has been utilizing the product and criticality to the agency’s business functions.
Set Current Status – Because so many documents move through the documentation process at one time, it is important to understand where a given document is in the process.  Statuses include:


· In Development – Indicates the specific document is being defined.

· Under Review – Indicates the document is being reviewed.

· Approved – Indicates the ARC has accepted the document into the architecture.

· Rejected – The document was rejected by any governance group during the various reviews. The reason for rejection must be documented in the audit trail information.

Update Product Component Audit Trail – Audit trails for the information provided in the template must be maintained.  During this initial development of the Domain only the creation, approved/rejected, and most recent date updated information must be maintained. 

Product Component Template

Template Overview 

Product Components include the protocols, products (families and/or versions) and configurations that are specific to a Technology Area.  The Domain Committee will evaluate each Product Component identified to determine its applicability.

Each Product Component reviewed, whether approved or rejected, will be documented using this Product Component Template. 

Template Sections 

The Product Component Template will include the following sections:

· Definition

· Associated Architecture Levels 

· Keywords

· Vendor Information

· Potential Compliance Sources

· Component Review

· Associated Compliance Components 

· Component Classification

· Component Sub-Classification

· Rationale for Component Classification

· Migration Strategy

· Impact Position Statement

· Agencies

· Current Status

· Audit Trail

Template Form Sample


The Product Component Template provides a vehicle for documenting the Product Component details in an electronic format.  The visual representation of the Product Component Template, provided here, is followed by the detailed description of its contents.  The Domain Committee members may access MAEA Product Component Template.dot for an electronic entry of the Product Component detail.


	Product Component Template

	Definition

	Name
	     

	Description
	     

	Rationale
	     

	Benefits
	     

	Associated ARchitecture Levels

	Specify the Domain Name
	     

	Specify the Discipline Name
	     

	Specify the name of the associated Technology Area
	     

	Keywords

	List Keywords
	     

	Vendor Information

	Vendor Name
	     
	Website
	     

	Contact Information
	     

	Potential Compliance Sources

	Name
	     
	Website
	     

	Contact Information
	     

	Name
	     
	Website
	     

	Contact Information
	     

	Component Review

	List Desirable aspects
	     

	List Undesirable aspects
	     

	Operating System
	     
	Platform
	     

	Associated Compliance Components

	Product

	List the Product-specific Compliance Component Names
	     

	Configuration Links

	List the Configuration-specific Compliance Component Names
	     

	Component Classification

	Provide the Classification
	 FORMCHECKBOX 
 Emerging     FORMCHECKBOX 
 Current     FORMCHECKBOX 
 Twilight    FORMCHECKBOX 
 Sunset

	
Sunset Date
	     


	Component Sub-Classification

	Sub-Classification
	Date
	Additional Sub-Classification Information

	 FORMCHECKBOX 
  Technology Watch
	     
	     

	 FORMCHECKBOX 
  Variance
	     
	     

	 FORMCHECKBOX 
  Conditional Use
	     
	     

	Rationale for Component Classification

	Document the Rationale for Component Classification
	     

	Migration Strategy

	Document the Migration Strategy
	     

	Impact Position Statement 

	Document the Position Statement on Impact 
	     

	Agencies

	List the Agencies Currently Utilizing this Product
	     

	Current Status

	Provide the Current Status
	 FORMCHECKBOX 
 In Development     FORMCHECKBOX 
 Under Review     FORMCHECKBOX 
 Approved    FORMCHECKBOX 
 Rejected

	Audit Trail

	Creation Date
	     
	Date Approved / Rejected
	     

	
Reason for Rejection
	     

	Last Date Reviewed
	     
	Last Date Updated
	     

	
Reason for Update
	     


Template Detail


Section I – Definition

Name – Provide the name for the Product Component.

Description – Document the description of the Product Component in a way that provides sufficient clarity to the reader about the component.  A minimum of one paragraph must be written for the description.  The description should be as specific as possible to distinguish from other domain information and to allow readers to enter any point in the architecture blueprint and understand the content of each component.
Rationale – Rationale is documented to justify the creation of the Product Component.  The Domain Committee is to document the fundamental reason or basis for this Product being included within the architecture.  Rationale can be thought of as the motivation or reasoning that defines why the Product is important to the enterprise.  The Rationale can include the major issues this Product addresses. A minimum of one paragraph or three bulleted items must be written to describe the rationale.

Benefits – Document the benefits associated with the Product Component.  These should be tangible, measurable outcomes that explain what the Product Component will do for the enterprise.  Every product should have a list of unique enterprise benefits.  Benefits are best defined as the positive consequences Missouri government entities can expect to receive from adopting this Product.  A minimum of one paragraph or three bulleted items must be written to describe the benefits.

Section II – Associated Architecture Levels 

Provide the name of the Domain, Discipline and Technology Area with which this Product Component is associated.  This will ensure the appropriate mapping of the Product Component to each designated architecture level.

Section III – Keywords

List any keywords that can be used to assist in searching the Architecture Blueprint for these Product Components.  This information will be helpful for anyone that be looking for information on similar technologies.  Do not replicate words already included in the template, such as Component Name, or terms listed within the component details.

Section IV – Vendor Information

Provide the following vendor information for the vendor that supplies and or supports the Product Component being documented.

· Vendor Name

· Contact Information, such as phone number, address, and email address

· Company Web site, URL, and associated links

Section V – Potential Compliance Sources


List all Standards Organizations and/or Government Bodies that supply standards or mandates associated with this Product Component.  Provide contact information for each organization, as well as URLs, if available.

These are research references only, and are used in identifying items that may need to be escalated to Compliance Components.

All standards are addressed using the Compliance Component template.  

Section VI – Component Review

Desirable Aspects – Document the desirable aspects of this Product Component.

Undesirable Aspects – Document the undesirable aspects of this Product Component.

This information is used to justify recommendations for future use of the component. 

Operating System – List the operating system associated with this product.

Platform – List the platform associated with this product.

Section VII –Associated Compliance Components

Product – List the product-specific Compliance Components associated with this product.  The detailed documentation for each component listed will be completed using the Compliance Component Template.

Configuration Links – List the configuration-specific Compliance Components associated with this product.  The detailed documentation for each component listed will be completed using the Compliance Component Template.

Section VIII – Component Classification

Component Classification – Provide the classification for this Product Component. 

(The process for determination is covered later in this chapter under the Evaluation Process.)

Classifications include:

· Emerging – Indicates new technology, which has the potential to become current.  New technologies being introduced into the Missouri enterprise should typically enter the Architecture Blueprint as emerging until proven as a sustainable solution.

· Current – Indicates recommended technology.  Current enterprise technologies have been tested within the State and are often those technologies accepted as standard by industry.  The Current classification could also be synonymous with preferred technologies.

· Twilight – Items that do not conform the Principles, Best Practices and Technology Trends and are recommended to be phased out of the enterprise.  Twilight technologies are generally thought to be dead-end investments with no cost recovery thereby eliminating their use from any future technological solutions.

· Sunset – Items that do not conform to the Principles, Best Practices and Technology Trends, and a discontinuation date has been set for the technology to be phased out of the enterprise.    


Sunset Date – Document the date for discontinuation of the Product Component.

Section IX – Component Sub-Classification
For product and compliance components, there are three Sub-Classifications that can be denoted:
· Technology Watch – When a product or compliance has been determined to no longer fit into the current classification of the Architecture Blueprint, but no replacement product has been identified, the product or compliance must remain in a classification of “Current” with a technology watch placed on it.  When a product or compliance has a technology watch, it goes through vitality more frequently until a replacement product is found.  The Technology Watch can be removed from the product, once a replacement is found.

· Variance – Documentation will be included if this product was accepted into the Architecture Blueprint based on a variance being granted.

· Conditional Use Restriction – Occasionally, a component has some characteristic that would limit its usefulness as an enterprise product. For example, some desktop database products may be well suited for a personal desktop application but should never be used for storing, accessing, or maintaining enterprise data.

For each of these sub-classifications the following information is gathered:

· Date – This is the date that the product was placed in this sub-classification

· Additional Information – This allows for additional information about the sub-classification to be captured including: 

· Information about the evaluation that placed the product into Technology Watch 

· Information including the group that received the variance. 

· Under what circumstances the conditional use is valid.

Section X- Rationale for Component Classification

Provide a rationale statement for the chosen classification based on the on review of:

· Domain Architecture Conformance

· Business Functionality Fit

· Technical Fit

· Operational Fit

Section XI – Migration Strategy

Document Migration Strategy for:

· Existing Product Components, classified as “Emerging” moving to the classification of “Current”

· Existing Product Components, classified as “Current” moving to either “Twilight” or “Sunset”

These strategies should identify the following items, as applicable:


· Existing user base and technical staff

· Training for existing user base

· Training for existing technical staff

· Impacts on existing Technology Areas

· Considerations for conversion

· Recommendations for the Technology Area in:

· New development

· Modifications  (corrections & enhancements)
· Possibilities for user-base expansion (reuse)

Section XII – Impact Position Statement

Provide a position statement on the impact of this product on the State.  Consider the following items when developing the impact position statement: 

· The impact on the overall Architecture

· The impact on the Physical technical environment

· The impact on the Business community

An Impact Position Statement is required if the Product  Component is being declared “Twilight” or “Sunset” at the initially documented classification (the product  is being documented for the first time).

Section XIII – Agencies 

List all known agencies, departments, or other organizational structures in the state that are currently using this product. 

Section XIV – Current Product Component Status

Document the status of Product Component, indicating whether the component is in development, under review, approved, or rejected.  

Section XV – Audit Trail

Creation Data – Provide the date the Product Component was created.

Date Approved/Rejected – Provide the date the Product Component was accepted into the architecture or rejected.

Reason for Rejection – If the Product Component was rejected, document the reason for the rejection.

Last Date Reviewed – Document the most recent date the Product Component was taken through the Architecture Vitality Process.

Last Date Updated – Document the most recent date that any item in the Product Component template was changed.

Reason for Update – Document the reason for the update to the Product Component.


Template Properties

The document properties must be entered for each template to properly prepare it for entering into the Architecture Blueprint Assets.  Select File – Properties from the menu to display the Properties window shown below.


Summary Tab Fields

Title – This field contains the title from the “Definition” section of the template followed by “Product Component”.

Subject – “MAEA Architecture Blueprint” is entered in this field for every template.  This distinguishes this information from MAEA Program documents such as the Manuals and Education Sessions and will be useful for EA Repository or Document Management system integration.

Author – This field contains the name of the Domain Committee that has authored the document.

Manager – This field contains the name of the Domain Committee Chairperson.

Company – Confirm that “Missouri Office of Information Technology” is entered in this field.  They are the sponsor organization for all MAEA Architecture Blueprint activities.

Category – The Technology Area at the Product Component level.

Keywords – This field should contain the same Keywords listed in the Product Component template.  You may copy and paste the keywords from the template into the Properties window.


Comments – This field can contain any historical information that the authoring Domain wishes to capture.  Of particular help can be items such as creation dates, date when submitted for review, revision dates, acceptance dates, etc.

Hyperlink Base – This field should be left blank.

Save Preview Picture – This field should remain unchecked to keep the file size down.  This field increases the file size by creating a bitmap image of the first page as part of the file header info when stored in windows.



Complete / Update Compliance Components


The Compliance Component level of the Architecture Blueprint should be completed/updated using the Compliance Component Template as a guide.  The following process steps should be followed to aid in this documentation:

Review / Document Compliance Component Definition – Review the compliance component’s definition, rationale, and benefits.  Rationale and Benefits should only be filled in where it will aid in the understanding of the compliance component being documented.  

Determine Compliance Association – Compliances must be defined and associated with the correct levels in the architecture (Discipline, Technology Area, and/or Product Component).  

Determine Compliance Component Type – There are three types of Compliances:

· Guidelines – general statements of direction or desired future state for the level of the Architecture Blueprint listed.  These will not be mandated.  

· Standards – indicate very specific protocol, product or version statements.  More than one standard may exist.  Variance must be sought to deviate from an existing standard.

· Mandated – required by law.  Only a change in the legislation will allow for variances.

The Compliance Component Sub-type is available if further clarification of the Component type is needed.  If the component is mandated, provide the sub-type such as policy, executive order, code of state, federal regulation, or statute.  For guidelines of standards, this section can be used to provide a sub-type such as product or product configuration.  Department-level documentation can also be included here.

Document Compliance Details – The Compliance Component details should be articulated.  These include:

· Compliance Statement

· Compliance Referenced Source

· Standards Organization / Government Body

· Actual Statute or Standards Document Version

Document Keywords – Provide keywords or nomenclatures to aid in locating the Compliance Component within the Architecture Blueprint.

Evaluate Compliance / Product Components – Once the Compliance Component is documented, an evaluation of the product must be done to determine its classification.  This classification process will be discussed in detail in the Evaluate Compliance / Product Components sub-process.

Create Migration Strategy – For a Compliance Component classified as current, twilight, or sunset a migration strategy must be formulated.  This must be done for compliances migrating from:

· Existing Compliance Components currently classified as “Emerging” that are moving to  “Current”.

· Existing Compliance Components currently classified as “Current” that are moving to either “Twilight” or “Sunset”.

These strategies will identify:

· Impacts on existing components

· Considerations for conversion

· Recommendations for:

· New development

· Modifications to existing components (corrections & enhancements)

· Potential for user-base expansion (reuse)


Set Component Classification – Based on the Migration Strategies a component classification can be changed.   This can occur in the following situations:

· A product that is determined through evaluation to be twilighted and replaced with another product.  When evaluating the migration strategies it is determined that to migrate from one product to another is to costly or to risky to the State then the existing product would remain classified as “Current”.

· A product that is determined through evaluation to becoming current from emerging.  When migration strategies are reviewed, it is determined that the product should still remain emerging until more information is available.

These are just two examples of how reviewing migration strategies could cause a component classification to be changed.  

Determine / Document Position Statement on Impact Analysis – An impact analysis must be conducted to determine the impact the most recently determined classification of this Compliance Component will have on the existing architecture.  The analysis must be documented in a Position Statement on Impact Analysis.

Set Current Status – Because so many documents move through the documentation process at one time, it is important to understand where a given document is in the process.  Statuses include:

· In Development – Indicates the specific document is being defined.

· Under Review – Indicates the document is being reviewed.

· Accepted – Indicates the ARC has accepted the document into the architecture.

· Rejected – The document was rejected by any governance group during the various reviews. The reason for rejection must be documented in the audit trail information.
Update Compliance Component Audit Trail – Audit trails for the information provided in the template must be maintained.  During the initial development of the Domain only the creation, accepted/rejected, and most recent date updated information must be maintained. 

Compliance Component Template

Template Overview 


There are three different types of Compliance Components:  

· Guidelines – Indicate general statements of direction or definitions of desired future state.  Guidelines are highly recommended, but they are not mandated.

· Standards – Mandated statements. A variance must be sought not to follow.  (More than one standard can exist to allow flexibility in the architecture.)

· Mandated – Compliance criteria legislated that can be changed only by changing the law. There are numerous types of legislation including, but not limited to: policy, executive order, code of state, federal regulation, or statute.

Compliance Components are the guidelines, standards and/or legislative mandates associated with a Discipline, Technology Area, and/or Product Component, as appropriate.  

Compliance components (guidelines, standards and mandates) are typically documented at the Discipline level, and provide the basis for making important decisions about new products, protocols, configurations, etc.  However, Compliance Components may also be documented at the Technology Area or Product Component level, using the same template for evaluation, classification and documentation of the Compliance Component.

The template for Compliance Components, as well as the process for evaluation and classification, is similar to that for Product Components.  The separation is necessary for clarity and because the Compliance Components can be documented at the three levels: Discipline, Technology Area and Product Component level.

Template Sections 

The Compliance Template will include the following sections:

· Definition

· Associated Architecture Levels 

· Compliance Component Type

· Compliance Detail

· Keywords

· Component Classification

· Current Status 

· Audit Trail

Template Form Sample

The Compliance Component Template provides a vehicle for documenting the Compliance Component details in an electronic format.  The visual representation of the Compliance Component Template, provided here, is followed by the detailed description of its contents.  The Domain Committee members may access MAEA Compliance Component Template.dot for an electronic entry of the Compliance Component detail.




	Compliance component Template

	Definition

	Name
	     

	Description
	     

	Rationale
	     

	Benefits
	     

	Associated Architecture Levels

	Specify the Domain Name
	     

	Specify the Discipline Name
	     

	Specify the Technology Area Name
	     

	Specify the Product Component Name
	     

	Compliance Component Type

	Document the Compliance Component Type
	     

	Component Sub-type
	     

	Compliance Detail

	State the Guideline, Standard or Legislation
	     

	Document Source Reference #
	     

	Compliance Sources

	Name
	     
	Website
	     

	Contact Information
	     

	Name
	     
	Website
	     

	Contact Information
	     

	Keywords

	List Keywords
	     

	Component Classification

	Provide the Classification
	 FORMCHECKBOX 
 Emerging     FORMCHECKBOX 
 Current     FORMCHECKBOX 
 Twilight    FORMCHECKBOX 
 Sunset

	
Sunset Date
	     

	Component Sub-Classification

	Sub-Classification
	Date
	Additional Sub-Classification Information

	 FORMCHECKBOX 
  Technology Watch
	     
	     

	 FORMCHECKBOX 
  Variance
	     
	     

	 FORMCHECKBOX 
  Conditional Use
	     
	     

	Rationale for Component Classification

	Document the Rationale for Component Classification
	     

	Migration Strategy

	Document the Migration Strategy
	     

	Impact Position Statement

	Document the Position Statement on Impact 
	     

	Current Status

	Provide the Current Status
	 FORMCHECKBOX 
 In Development     FORMCHECKBOX 
 Under Review     FORMCHECKBOX 
 Approved    FORMCHECKBOX 
 Rejected

	Audit Trail

	Creation Date
	     
	Date Approved / Rejected
	     

	
Reason for Rejection
	     

	Last Date Reviewed
	     
	Last Date Updated
	     

	
Reason for Update
	     


Template Detail 

Section I – Definition

Name – Provide the name for the Compliance Component.

Description – Document the description of the Compliance Component in a way that provides sufficient clarity to the reader about the component.  A minimum of one paragraph must be written for the description.  The description should be as specific as possible to distinguish from other domain information and to allow readers to enter at any point in the architecture blueprint and understand the content of each component.
Rationale – Rationale is documented to justify the creation of the Compliance Component.  The Domain Committee is to document the fundamental reason or basis for this guideline, standard or mandate being included within the architecture.  Rationale can be thought of as the motivation or reasoning that defines why the Compliance Component is important to the enterprise.  The Rationale can include the major issues this Compliance addresses. A minimum of one paragraph or three bulleted items must be written to describe the rationale.

Benefits – Document the benefits associated with the Compliance Component.  The benefits should be tangible, measurable outcomes that explain what the Compliance Component will do for the enterprise.  Every guideline, standard or mandate should have a list of unique enterprise benefits.  Benefits are best defined as the positive consequences Missouri government entities can expect to receive from adopting this standard.  A minimum of one paragraph or three bulleted items must be written to describe the benefits.

Section II – Associated Architecture Levels 

Provide the name of the Domain, Discipline, Technology Area, and Product Component with which this Compliance Component is associated.  This will ensure the appropriate mapping of the Compliance Component to each designated architecture level.

Section III – Compliance Component Type 

Component Type – Denote whether the Compliance Component being considered and/or documented is a guideline, standard or is legislated.  

Component Sub-type – If the component is mandated, provide the sub-type such as policy, executive order, code of state, federal regulation, or statute.  For guidelines of standards, this section can be used to provide a sub-type such as product or product configuration.  Department-level documentation can also be included here.

Section IV – Compliance Detail

Statement – Provide the compliance statement.

Reference – Provide source reference for the compliance statement.  This will include any reference numbers used for standards and mandates.  URLs to web page that contains the full standard or mandate would also be useful information. 

Compliance Sources – List the Standards Organization or Government Body that supplies the standard or mandate associated with this Compliance Component.  Provide contact information for each organization, as well as URLs, if available. Note that the compliance could be an Agency/Department standard.


Section V – Keywords

List any keywords that can be used to assist in searching the Architecture Blueprint for these Compliance Components.  This information will be helpful for anyone that be looking for information on similar technologies.  Do not replicate words already included in the template, such as Component Name, or terms listed within the component details.

Section VI – Component Classification

Component Classification – Provide the classification for this Compliance Component. 

(The process for determination is covered later in this chapter under Process.)

Classifications include:

· Emerging – Indicates new technology, which has the potential to become current.  New technologies being introduced into the Missouri enterprise should typically enter the Architecture Blueprint as emerging until proven as a sustainable solution.

· Current – Indicates recommended technology. Current enterprise technologies have been tested within the State and are often those technologies accepted as standard by industry.  The Current classification could also be synonymous with preferred technologies.

· Twilight – Items that do not conform the Principles, Best Practices and Technology Trends and are recommended to be phased out of the enterprise.  Twilight technologies are generally thought to be dead-end investments with no cost recovery thereby eliminating their use from any future technological solutions.

· Sunset – Items that do not conform to the Principles, Best Practices and Technology Trends, and a discontinuation date has been set for the technology to be phased out of the enterprise.

Sunset Date – Document the date for discontinuation of the Compliance Component.

Section VII – Component Sub-Classification

There are three Sub-Classifications that can be denoted for a Compliance Component.  

· Technology Watch – Include this documentation if this compliance should be classified as Twilight or Sunset, but has no replacement compliance identified.  

· Variance – Include this documentation if this compliance was accepted into the Architecture Blueprint based on a variance being granted.

· Conditional Use Restriction – Document any specialized circumstances and/or requirements associated with the use of this Compliance Component. 

For each of these Sub-Classifications the following information is gathered:

· Date – This is the date that the compliance was placed in this sub-classification

· Additional Information – This allows for additional information about the sub-classification to be captured including:

· Information about the evaluation that placed the compliance into Technology Watch 

· Information including the group that received the variance.

· Under what circumstances the conditional use is valid.


Section VIII – Rationale for Component Classification
Provide a rationale statement for the chosen classification based on the on review of:

· Domain Architecture Conformance

· Common Business Functionality Fit

· Global Technical Fit

· Global Operational Fit

Section IX – Migration Strategy

Document Migration Strategy for:

· Existing Compliance Components, classified as “Emerging” moving to the classification of “Current”

· Existing Compliance Components, classified as “Current” moving to either “Twilight” or “Sunset”

These strategies should identify the following items, as applicable.

· Existing user base and technical staff

· Training for existing user base

· Training for existing technical staff

· Impacts on existing Technology Areas, Product and Compliance Components 

· Considerations for conversion

· Recommendations for the Compliance Component as it applies to: 

· New development 

· Modifications  (corrections & enhancements) 

· Possibilities for user-base expansion (reuse)

Section X - Impact Position Statement

Document position statement on the impact analysis of this Compliance Component on the State.  Consider the following items when developing the impact position statement:

· The impact on the IT Architecture definition

· Physical implementation requirements

· The impact on installed applications or services

· The impact on existing installation standards

Section XI – Current Status


Document the status of the document, indicating whether the document is under review, approved, or rejected.  

Section XII – Audit Trail

Creation Date - Provide the date the Compliance Component was created.

Date Approved/Rejected – Provide the date the Compliance Component was accepted into the architecture or rejected.

Reason for Rejection – If the Compliance Component was rejected, document the reason for the rejection.

Last Date Reviewed – Document the most recent date the Compliance Component was taken through the Architecture Vitality Process.

Last Date Updated – Document the most recent date that any item in the Compliance Component template was changed.

Reason for Update – Document the reason for the update to the Compliance Component.

Template Properties

The document properties must be entered for each template to properly prepare it for entering into the Architecture Blueprint Assets.  Select File – Properties from the menu to display the Properties window shown below.


Summary Tab Fields


Title – This field contains the name from the Definition section of the template followed by “Compliance Component”.

Subject – “MAEA Architecture Blueprint” is entered in this field for every template.  This distinguishes this information from MAEA Program documents such as the Manuals and Education Sessions and will be useful for EA Repository or Document Management system integration.

Author – This field contains the name of the Domain Committee that has authored the document.

Manager – This field contains the name of the Domain Committee Chairperson.

Company – Confirm that “Missouri Office of Information Technology” is entered in this field.  They are the sponsor organization for all MAEA Architecture Blueprint activities.

Category – The Discipline, Technology Area or Product Component the Compliance Component level.

Keywords – This field should contain the same Keywords listed in the Compliance Component template.  You may copy and paste the keywords from the template into the Properties window.

Comments – This field can contain any historical information that the authoring Domain wishes to capture.  Of particular help can be items such as creation dates, date when submitted for review, revision dates, acceptance dates, etc.

Hyperlink Base – This field should be left blank.

Save Preview Picture – This field should remain unchecked to keep the file size down.  This field increases the file size by creating a bitmap image of the first page as part of the file header info when stored in windows.

 

Evaluate Compliance/Product Components


In order to develop consistent evaluation of Products and/or Compliance Components associated with IT Architecture there must be objective selection and evaluation criteria. 

Determine Enterprise Architecture Conformance - The following areas should be used as selection guidelines for each Product or Compliance Component. 

Components that do not conform to Enterprise Architecture Pillars should be classified as either “Twilight” or “Sunset” (see further detail for these under Classifications below).

Determine Classification - For Components that do conform to the Enterprise Architecture Pillars, the following additional evaluation must be performed:

· Domain Architecture Conformance – The Component must align with the Architecture Blueprint.  Determine how well the product fits with the existing IT Portfolio documented in the Architecture Blueprint.

· Common Business Functionality – The Component being evaluated must address the functional business requirements. This part of the evaluation should include information on current and pending release levels. Families of products should also be considered when relevant.

· Global Technical – The Component being evaluated must be consistent with the current and planned technical environment.  Specific questions regarding product vendors are also included in this evaluation.

· Global Operational – The Component being evaluated must meet the systems and other management requirements for operating and supporting the service level agreements in a specific environment.

Set Component Classification – Based on results of the evaluation, classify the Component using the following classifications:

· Sunset Components are those that are in use and not conforming to the stated architecture direction.  The sunset Component will have a date of discontinuance identified, indicating the date that the Component will no longer be acceptable for use within the architecture.

· Twilight Components are those that are in use, not conforming to the stated architecture direction, and have no date of discontinuance identified. These Components should not be used to develop new applications. Extensive modifications to these systems should be reviewed to determine if they should be redeployed completely using newer technology.

· Current Components are defined as those having met the requirements of the architecture. These recommended Components should be used in deployment of technology solutions.

· Emerging Components are those that are new to state Enterprise Architecture and have the potential to become current architecture components.  While identified as “Emerging” these Components should be used only in pilot or test environments, under very controlled regulations.  After sufficient testing and successful production operation, these Components may be identified as “Current”, or may be determined not architecturally compliant or functional within the state environment.  

Set Component Sub-Classification – For product and compliance components, there are three Sub-Classifications that can be denoted:


· Technology Watch – When a product or compliance has been determined to no longer fit into the current classification of the Architecture Blueprint, but no replacement product has been identified, the product or compliance must remain in a classification of “Current” with a technology watch placed on it.  When a product or compliance has a technology watch, it goes through vitality more frequently until a replacement product is found.  The Technology Watch can be removed from the product, once a replacement is found.

· Variance – Documentation will be included if this product was accepted into the Architecture Blueprint based on a variance being granted.

· Conditional Use Restriction – Occasionally, a component has some characteristic that would limit its usefulness as an enterprise product. For example, some desktop database products may be well suited for a personal desktop application but should never be used for storing, accessing, or maintaining enterprise data.

For each of these sub-classifications the following information is gathered:

· Date – This is the date that the product was placed in this sub-classification

· Additional Information – This allows for additional information about the sub-classification to be captured including: 

· Information about the evaluation that placed the product into Technology Watch 

· Information including the group that received the variance. 

· Under what circumstances the conditional use is valid.

Document Classification Rationale – Once the classification is known the rationale for the classification must be documented.  What motivated the Domain Committee to classify the component that way.  Was it the scoring during the evaluation or the consciences of the subject matter experts involved in the evaluation.


CHAPTER 2: Architecture Review Process 

CHAPTER 2:  Architecture Review Process

Overview

The review process allows the Architecture Governance committees to review, debate, discuss, and make decisions regarding additions and changes to the Architecture Blueprint, MAEA Program, and variance requests.  During this process, determinations are also made regarding which variances will be accepted into the State’s technology portfolio.  

	Enterprise Architecture is adaptive and must evolve to accommodate changes in business and technology.


The proposed architecture changes can come from any of the following processes:

· Architecture Compliance Process

· Architecture Vitality Process

· Architecture Documentation Process 

· Architecture Change Management Process

The process of reviewing changes to the MAEA Program, Architecture Blueprint, and/or variance requests is comprised of three sub-processes:

· Propose Architecture Change

· Determine Review Decision

· Document Review Decisions

Sub-Processes & Templates 

Each sub-process follows the same format:


Process Model


Process Detail


Template (if applicable) - There are no templates as of this draft. 



Overview



Sections



Sample Template Form



Template Detail


Propose Architecture Change


Three processes can trigger the Architecture Review process:

· Architecture Change Management Process

· Architecture Documentation Process

· Architecture Compliance Process

Depending on the process that triggered the review, the Proposed Architecture Review Request will contain different information.

· Architecture Change Management Process – The information delivered from this process includes the Summarized Architecture Program Changes.

· Architecture Vitality Process and Architecture Documentation Process – The Summarized Architecture Blueprint Changes will result from these processes.

· Architecture Compliance Process – A Summarized Architecture Variance Business Case will be delivered for review.

Identify Cross-Domain Touch Points – The Architecture Office will identify and document cross-domain touch points as identified in the proposed changes.  This aids in communicating with the IT Community the Architecture Blueprint information being proposed.  If various review items go together, they must be denoted on the summaries supplied.

Determine Architecture Review Presenters, Present Proposed Architecture Review Request – For each proposed change, the Architecture Office and the Domain Committee Chair will determine the person(s) best suited to make the presentation of the request to the Architecture Review Committee.  The presentation will be made at the regularly scheduled Architecture Review Committee meeting, or a special meeting can be scheduled.

Consider Proposed Architecture Review Requests – For each proposed change, the ARC should consider:

· The impact on the IT Architecture Blueprint

· Physical implementation requirements

· The impact on installed applications or services

· Impact on existing installation standards

· Funding

Clarify Architecture Technical Opinion – during this consideration, the ARC may seek various Architecture Committees’ technical opinions in regards to the change being requested.  The Architecture Committees may be requested to clarify some of the information they provided. 

Debate/Discuss Proposed Architecture Review Request – The members of the ARC will weigh the pros and cons of accepting or rejecting the change. Consideration will be given to the immediate needs and long term needs of the State.  Both perspectives have to be given proper consideration.


When the ARC meetings are held to review the architecture blueprint packages, members of the ARC may send a stand-in to scheduled meetings to communicate opinions and views.  While substitute attendees do not have voting authority, an official ARC member can submit a vote or decision via electronic proxy (such as email) to the Architecture Office (OIT Architect).  It is important to note that a quorum constitutes the combination of those physically present and those who have submitted electronic proxy votes.


Determine Review Decision


Various groups outside of the Architecture Review Committee may be consulted in making the final decision on accepting or rejecting the proposed Architecture Review Items.  

Review Draft Proposed Architecture Review Items – The Draft Proposed Architecture Review Items will be sent to the ITAB for review when the request will significantly impact the currently installed IT Portfolio, or the opinion of the AEC will be sought regarding the request.

Prepare Draft Architecture Proposal – The opinion of the Architecture Executive Committee may be sought to provide a business perspective for a variety of reasons such as:

· The request exceeds a set dollar value

· Additional explanation is needed on the business functionality.

The Architecture Office will prepare the proposals to be submitted to the AEC.  They may request that the IT Architect Manager or Architecture Committees provide more information to help clarify specific details surrounding the architecture review request.

Present Draft Architecture Proposal – The Architecture Office will present the draft Architecture Proposal to the AEC during their next meeting.  They may ask for the requesting IT Architecture Manager or Architecture Review Committee Chairperson to be present when the request is being presented to aid in answering any specific questions they may have.

Debate/Discuss Draft Architecture Proposal – The members of the AEC weigh the pros and cons of accepting or rejecting the change. Consideration will be given to the immediate needs and long term needs of the State.  Both perspectives have to be given proper consideration.

· The impact on the State’s Business Portfolio

· Physical implementation requirements on the business

· The impact on processes and services that currently support the business

· Funding

Make Draft Architecture Proposal Recommendations – The AEC will make recommendations to the ARC and Architecture Office on whether to accept or reject the Proposed Architecture Review Items.

Accept / Reject Proposed Architecture Review Items – Based on the consideration of the business case and the immediate and long term needs of the State, the ARC will either accept or reject the proposed architecture review items.  This acceptance or rejection may be a line item acceptance or rejection.  If various review items go together, they will be accepted or rejected together.


Document Architecture Review Decision


Summarize Architecture Review Decisions – The Architecture Office will summarize the decision made in the Architecture Review Committee meeting.  

Update Cross-Domain Touch Points – The cross-domain touch points will be updated with the acceptance or rejection of the proposed architecture changes.

Determine Relevant Domains – Based on the decisions that were made, various Domains may be affected.  The Domain Committees will be given detailed information by the Architecture Office about the review decisions in the Communicate Architecture Review Decisions process step.

Update Approved MAEA Program Changes – This sub-process completes the Architecture Change Management process by including the identified changes to the MAEA Program.  After the updates have been made, the Architecture Vitality Process is triggered to determine whether the Architecture Blueprint needs to be updated as well.  This is a continuation of the Architecture Lifecycle.

Communicate Architecture Review Decisions – The major changes or decisions of the Architecture Review Process must be communicated to the IT community through the Architecture Communication Process.  Domain specific information should be provided to the various affected Domains in regards to reviews of the Architecture Blueprint levels.

Understand Architecture Review Decisions – The Domain Committee must understand the decisions communicated to them.  Once they have an understanding, they must review the Architecture Blueprint and make updates as needed to document the decisions.

The following processes are sub-processes of the Architecture Documentation Process, which is covered in detail in MAEA Program Part II – Chapter 1: Architecture Documentation Process.

Complete / Update Domain – If the change being sought was accepted and identified as a new domain, that area should be documented with all of the level completed as designated by the Domain Committee’s documentation requirements.

If the change being sought identified changes to an existing domain, that domain and the other affected domains should be updated to reflect the accepted or rejected change.

Complete / Update Discipline – If the change being sought was accepted and identified as a new discipline, then it must be documented with all the levels completed, as designated by the Domain Committees’ documentation requirements. If the proposed change identified changes to an existing discipline, the discipline under review and the other affected disciplines must be updated to reflect the accepted or rejected change.

Create / Update Technology Areas – If the proposed change was accepted and identified as a new technology area, then that area will must be documented with all the levels completed as designated by the Domain Committee’s documentation requirements. If the proposed change identified changes to an existing technology area, then that area must be updated to reflect the accepted or rejected change.

Create / Update Product Components – If the proposed change was accepted and identified as a new product component, then that product must be documented with all the levels completed as designated by the Domain Committees’ documentation requirements. If the proposed change identified changes to an existing product component, then that product must be updated to reflect the accepted or rejected change. Conditional Use should be documented as well, if it applies.


Create / Update Compliance Components – If the proposed change was accepted and identified a new compliance component, then that component must be documented.  If the proposed change identified changes to an existing compliance component, then that component must be updated to reflect the accepted or rejected change. Conditional Use should be documented as well, if it applies.


CHAPTER 3: Architecture Communications Process

CHAPTER 3: Architecture Communications Process

Overview

The communications process is a required segment of the Architecture to ensure that all users of the architecture understand the objectives of the architecture plan and its significance to the State of Missouri. In addition, all users must have access to the latest version of the Architecture Blueprint in order to make educated decisions about future business and technology. 

This requires that a mechanism must exist that communicates with all users to ensure that their activities will be synchronized with the plan. The document must also be available to contractors and vendors who expect to do business with the state. In many instances, they will be required to conform to the State’s architecture. The Communications Process will be documented in the “Architecture Communications Plan” which is pending development and will be included as an attachment to this manual. 

	The goal of a statewide Enterprise Architecture is to enhance coordination, simplify integration, build a consistent infrastructure, and generally allow greater efficiencies in the development of technology solutions.


The following items will be completed to finalize the communications plan.

· Identify subsets of users

· Establish content

· Publish architecture document electronically (Internet)

· Post changes electronically

· Include architecture concepts in training programs for project management, risk assessment and project oversight

· Marketing to ensure funding and public support

Sub-Processes & Templates 

Each of sub-processes follows the same format:

Sub-Process 

Process Model


Process Detail


Template (if applicable) - There are no templates as of this draft.



Overview



Sections



Sample Template Form



Template Detail


Communicate Architecture Information


The Architecture Communication Process is a set of communication “documents” that can be pushed or pulled from architecture information (Architecture Blueprint or MAEA Program) to the various interested parties.  Some of the communication is best queried from the architecture information itself, while other communication is best summarized, with ability to query for the details.  

This Architecture Communication Process model shows the various interested parties and architecture processes that can trigger Architecture Communication Documents to be produced and delivered.  

Request Architecture Information – All IT Personnel, Vendors, Architecture Office, Domain Committees and/or IT Project/ Maintenance Groups can request architecture information.  Requests can include information such as:

· All information for a Domain (or any of the Architecture Blueprint Levels)

· All architecture information that has not been reviewed in the past 4 to 6 months

· All compliance components for a specific Product (i.e. all compliance components for DB2 database)

· All architecture information associated with a keyword (i.e. the keyword:  Web)

· All product components that are classified as “current” in the architecture

The type of request is dependent upon the requirements of the requesters.  This can be seen in the above chart as well.  Organizations should determine such items as:

· What information can be shared 

· At what point in the Architecture Lifecycle processes will sharing be allowed 

· Which IT Personnel should have access to what information

· The balance between need and efficiency

Verify Architecture Information Request – When an Architecture Information Request comes from IT Personnel or a Vendor for a specific agency, the IT Architecture Manager for that agency verifies the request.  This allows the IT Architecture Manager to understand the type of information that is being requested.  The IT Architecture Manager can decide whether he/she can provide the information or if further information is needed from the Architecture Office. 

Provide Architecture Information – If the IT Architecture Manager can provide the information without getting further information from the Architecture Office he/she will provide it to the requester.  The Architecture Office can be included in the communication to allow a complete picture of the type of information requested from the Architecture Program.

Request Architecture Review Items/Architecture Communication – During periodic Architecture reviews the information that is documented in the Architecture Blueprint or MAEA Program that has not been through a review should be pulled together and summarized for the ARC.  The status allows the Architecture Office to pull the information and provide it in a Communication Document. 

Architecture Communication requests are based on specific requests or the periodic communication policy.  The periodic communication policy allows the Architecture Office and the Architecture Review Committee to decide how often information should be pushed to specific IT Personnel and other interested parties.   

Create Architecture Information Documents – Based on the trigger that caused the information to be pulled together for the Architecture Information Document, the content will vary.  


The following types of information are available to share:

· Summaries of the Architecture Review 

· MAEA Program

· Architecture Blueprint information

Send Architecture Information Document – Based on what triggered the Architecture Communication Document to be produced, the document will be sent out to the appropriate interested parties.  

Receive Architecture Information Document – The interested party receives the requested Architecture Communication Document.  The interested party receives information based on the following criteria:

· The interested party is a subscriber to the Architecture Communication Process

· The interested party is a requester of Ad-hoc Architecture Information Document

· Management has designated the person as a required receiver of specific Architecture Communication documents.


CHAPTER 4: Architecture Compliance Process  
CHAPTER 4: Architecture Compliance Process  
Overview

The process of determining compliance is comprised of three sub-processes to help determine, document, and request architecture variances. The sub-processes include:

	The support of enterprise architecture requires the involvement of personnel in a variety of roles and responsibilities.


· Request Architecture Help

· Determine Technology Options

· Create Architecture Variance Business Case.

Sub-Processes & Templates 

Each sub-process follows the same format: 


Process Model


Process Detail


Template (if applicable) - There are no templates as of this draft.



Overview



Sections



ample Template Form



Template Detail


Request Architecture Help


New / Updated Functionality Requested - When a request is submitted to create or update functionality in the State’s information technology areas, the scope must be determined and requirements must be documented.  Once this analysis is complete, the possible solutions can be reviewed.  

Analysis of the requirements will determine if a formal project will be started or if a request for production support will be initiated.  Architecture compliance reviews using adopted standards should be identified in the project plan schedule. New Project Teams and Maintenance Groups determine if their project/change requires compliance with the documented architecture.  This required compliance applies to the following criteria:

· All new projects

· Modifications of greater than 30% of a technology

If the project/change meets neither requirement, it does not need to be reviewed for compliance against the documented architecture.

Domain committees are available to assist, if a project/maintenance group requires help in reviewing their project against the documented architecture or would like a new technology to be reviewed against the Architecture Blueprint.

Architecture groups are required to review/assist a team if:

· The dollar amount of the technology being suggested is greater than $xxx,xxx (an amount to be determined at a future date).

· The Technology Area related to their request for a variance is designated as a single product solution (because of maintenance and inoperability issues a single product has been designated as acceptable in the current documented architecture).

· Help is being sought by the project team / maintenance group.

Identify Relevant Domains, Disciplines, and Technology Areas – The IT Architecture Manager must identify which of the domain committees are impacted by the project/change.  This identification may not be complete until reviewed by the Architecture Office and the Architecture Technology Committee.

Create Architecture Help Request – An IT Architecture Manager will fill out an Architecture Help Request, allowing the Architecture Office to determine which of the Domain Committees can assist.  At times, the solutions may already exist in the Architecture Blueprint and the Architecture Office can direct the IT Architecture Manager to the correct information.  If the Variance is being sought because of external requirements, these should be documented at the time of the Help Request. 

Review Architecture Help Request – The Architecture Office receives the Architecture Help Request and reviews it for completeness to ensure it contains enough information to determine possible solutions, supplies contact information of the requestor, and includes the resolution date.

Review Relevant Domains, Disciplines, and Technology Areas – The Architecture Office, with help from the Architecture Technology Committee, will determine if all of the relevant Domains have been identified.  They may also point to possible solutions that have already been documented in the Architecture Blueprint.
Upon review, if additional information is needed, the Domain Committee will review the Architecture Help Request.  If enough information is available, the ATC will provide technical recommendations.


Review Architecture Help Request, Review Existing Architecture Products / Compliances, and Document Architecture Process – Based on the type of Architecture Help Request being sought, the Domain Committees will schedule time to aid the project team/maintenance group.  Their help may include:

· Identifying existing technology within the State’s products that can meet the requirements of the new or updated functionality being requested.

· Aiding in a new technology scan to find products which have been proven in other States, external entities or within industry that can meet the requirements of the new or updated functionality being requested.

· After finding possible products, executing the Evaluate Product/Compliance Component process within the Document Architecture Process.  (This is covered in detail in MAEA Part II - Chapter 1: Architecture Documentation Process.)

· Reviewing products that the project teams/management groups bring forward for their possible fit into the documented architecture.

Provide Technical Recommendations – Based on the reviews and evaluations conducted, the Domain Committees will make technical recommendations to the Architecture Office.  This information will be used to aid in the project team/maintenance group’s selection of a solution for their functional requirements.


Determine Technology Options


Review Technical Recommendations – The Architecture Office will review the recommendations presented by the Domain Committees.  Based on this review, the Architecture Office may seek advice from the Architecture Technology Committee.  

The Architecture Technology Committee aids the Architecture Compliance Process by reviewing and clarifying the recommendations provided by the Domain Committees.

A recommendation is provided after the Architecture Technology Committee has reviewed and clarified the Technical Recommendations.

Summarize Technical Recommendations – The Architecture Office will prepare a summary from the Domain Committee’s Technical Recommendation and the Architecture Technology Committee’s Technical Oversight Recommendation.  This information will be given to the IT Architecture Manager to aid the project team/maintenance group in determining a technology solution.

Select Technology Options – Various options for solving the functional requirements will be reviewed and a technology option will be chosen.  If all of the options selected are compliant with the documented architecture, no further information is required.

Create Architecture Variance Business Case – If the technology option chosen is not compliant with the documented architecture, the IT Architecture Manager must create a business case for requesting the architecture variance.  This process is explained in the sub-process:  Create Architecture Variance Business Case.

Architecture Review Process – Once the Architecture Variance Business Case has been prepared, the Document will be presented and reviewed at the next Architecture Review Meeting.  This meeting’s process is explained in MAEA Part II – Chapter 2: Architecture Review Process.


Create Architecture Variance Business Case


Circumstances will exist that will preclude the use of MAEA documented standards or migration strategies. The formal compliance process allows for the review and acceptance of variances from the Missouri Adaptive Enterprise Architecture.  State of Missouri agencies and government entities will be allowed to submit deviations. These deviations should be presented with an appropriate business case stating the reasons for the variance. Legitimate business cases will be reviewed and those accepted will be documented as approved variances during the Architecture Review Process.

A Business Case is not required for a Missouri entity to use Product/Compliance Components that have already been classified as current, twilight or sunset. Use of components classified as current is preferred and use of sunset technologies beyond their sunset date is highly discouraged. There may be situations, however, where an agency may indefinitely use a twilight technology.  The restriction here is budgetary in nature – spending new funds on twilight technologies is considered a dead-end investment with little to no cost recovery.  Agencies wishing to continue to finance twilight technologies may be asked to provide a business case justifying the expense.

Gather Business Strategy Plans – The IT Architecture Manager will identify and gather relevant business inputs.  These can include updated Business Strategy Plans.

Gather IT Strategy Plans – The IT Architecture Manager will identify and gather relevant technology inputs.  These can include updated IT Strategy Plans. 

Gather External Requirements – The IT Architecture Manager will identify and gather any external requirements that would dictate the use of the technology.

Determine Needs Assessment – The IT Architecture Manager will articulate all needs or requirements to be met by the technology.

Determine Install Base Impact – The Project Team/Maintenance Group, and IT Architecture Manager will work together to document the physical implementation requirements of the new product / compliance component.
Determine Total Cost of Ownership – During the impact analysis, some of the costs associated with the product will have been determined.  Other costs include licensing fees, initial product costs, implementation costs, and on-going maintenance costs.  These costs must include the cost of personnel required to maintain and enhance the product as it goes through its product lifecycle.  The costs relevant to the agency will be determined by the project team / maintenance group and the IT Architecture Manager.  The Architecture Office will also assist on cost of ownership issues of a global nature.

Summarize Architecture Variance Business Case – Once everything has been documented and determined, the IT Architecture Manager must produce a summary of all of the technical and business inputs to present to the Architecture Review Committee.


CHAPTER 5: Architecture Vitality Process
CHAPTER 5: Architecture Vitality Process

Overview

Vitality is the process that insures the Architecture Blueprint remains current and accurate. This is a major requirement of the overall architectural process. To ensure vitality, IT architecture must be reviewed from changes to the MAEA Program, recent accepted variances and a study of technology directions. Subject matter experts must ensure that technology solutions are extensible and sustainable.

Architectural reviews should occur every four to six months at a minimum. The architecture review of IT projects should become a standard part of IT project plans. These reviews, along with compliance reviews, become the most prominent part of the vitality process.

	Enterprise Architecture is adaptive and must evolve to accommodate changes in business and technology.


This process of routinely reviewing the documented architecture is comprised of one sub-process to help determine, document, and request architecture changes:

· Determine Architecture Blueprint Changes

Sub-Processes & Templates 

The sub-process follows this format: 


Process Model


Process Detail


Template (if applicable) - There are no templates as of this draft.



Overview



Sections



Sample Template Form



Template Detail


Determine Architecture Blueprint Changes


Three processes can trigger the Architecture Vitality Process:

· Architecture Change Management Process

· Architecture Review Process

· Periodic Architecture Review

Depending on the process that triggered the vitality to begin, the flow to start the Architecture Documentation Process will differ.

· Architecture Change Management Process – The ARC will need to determine if the Blueprint is impacted and/or if a new/restructured Domain/Discipline is required.

· Architecture Review Process – The Architecture Business Case variances created within the Compliance Process are reviewed within the Architecture Review Process, and forwarded for standardization in the Architecture Blueprint. 

· Periodic Architecture Review – Architecture Blueprint levels that have not been reviewed for x period of time will need to be reviewed to assure their classification and part in the Architecture Blueprint is still acceptable.

Review MAEA Program Changes – Based on the MAEA Program updates that occurred during the Architecture Change Management Process determine if those changes impact the Architecture Blueprint in any manner.  Examples can include:

· Changes to the Architecture Blueprint Templates – May require previously documented pieces of the Architecture to be further documented.

· Changes to the Enterprise Pillars may require a new classification of products or compliance components.

Kick-off Periodic Architecture Review – Architectural vitality reviews should occur every four to six months at a minimum.  Based on the audit stamp information, a Domain Committee can determine which of the various levels of the architecture must go through the Architecture Documentation Process.

Set-up / Restructure Domain Discipline – Based on changes in the MAEA Program it may be determined that new or restructured Domains/Disciplines are required.  If so, the following information will be provided by the ARC:

· Domain Definition

· Domain Boundary

· Associated Disciplines

· Discipline Definition

· Discipline Boundary

Determine Impacted Domains – In order to start the review of the Architecture Blueprint, the impacted Domains must be determined, based on additions or changes to the Enterprise Architecture Pillars (overarching principles, best practices, and technology trends) or addition/restructuring of Domains/Disciplines. 

Architecture Documentation Process – The levels of the architecture to be reviewed will be determined by the triggering event that caused the Architecture Blueprint to go back through the Architecture Documentation Process. 


Changes in the Enterprise Architecture Pillars, or Periodic Architecture Review cycles will cause the Architecture Blueprint to be reviewed from the Domain level down. 

Requests from project team/maintenance group can cause specific Technology Areas and below to be reviewed. This process will address whether a new piece of the architecture must be added or if classifications of existing pieces of the Architecture Blueprint must be changed.  If Disciplines or Domains must be segregated, this is documented and submitted to the Architecture Office.

Create Architecture Review Document – The Architecture Office produces a draft review document that summarizes the technical and business inputs from:  

· Architecture Blueprint: Domain Results (Output from the Architecture Documentation Process)

· Details of any approved variances from standards

Architecture Review Process – Once the Architecture Review Document has been prepared, the Document will be presented and reviewed at the next Architecture Review Meeting, whose process is documented in the Architecture Review Process (MAEA Part II - Chapter 2).


CHAPTER 6: Architecture Change Management Process

CHAPTER 6: Architecture Change Management Process

Overview

The Architecture Change Management Process addresses the changes to the MAEA Program. It does not address changes to the Architecture Blueprint itself.  

To ensure vitality, the MAEA Program must be reviewed from three perspectives, considering business strategy, IT strategy and recommendations for enhancement. Input must be provided from the ITAB, AEC, and/or ARC for the business and IT strategy.  Any time business strategies or IT strategies make a noticeable shift, the MAEA Program review may be required.  MAEA Program reviews should occur every one to two years at a minimum. 

	The Missouri Adaptive Enterprise Architecture (MAEA) Manual presents the guidance and approach for development and administration of the Missouri Adaptive Enterprise Architecture.


This process of routinely reviewing the MAEA Program is comprised of one sub-process to help determine, document, and request architecture program changes:

· Determine MAEA Program Changes

The Architecture Change Management Process will be defined and controlled by the ARC, however the ARC, ITAB, or AEC may initiate actions.

Sub-Processes & Templates 

Each of sub-processes follows the same format:

Sub-Process 

Process Model


Process Detail


Template (if applicable) - There are no templates as of this draft.



Overview



Sections



Sample Template Form



Template Detail

 

Determine MAEA Program Changes


The MAEA Program is a set of interrelated parts that provide the governance, processes, templates, and educational approach to implement the Architecture Blueprints.   Three events can cause the MAEA Program to be changed:

· Shifts in Business Strategies identified

· Shifts in IT Strategies identified 

· Recommendation for program enhancements coming from the Domain Committees or IT Architecture Managers

Identify Changed Business Strategies – The AEC, ITAB, and/or ARC identifies and gathers relevant business inputs from updated Business Strategic Plans and forwards the information to the Architecture Office.  The Architecture Office will need to research changes to the Business Drivers.

Identify Changed IT Strategies – The AEC, ITAB, and/or ARC identifies and gathers relevant IT inputs from updated IT Strategic Plans and forwards the information to the Architecture Office.  The Architecture Office will need to research changes to the Enterprise Architecture Pillars.  Currently the IT Strategies are reviewed during the State of the State biannually.  

Recommend MAEA Program Enhancements – While interacting with the MAEA Program, the Domain Committee and other users of the architecture may have suggestions for improvement that could benefit everyone.  These recommendations must be taken into consideration for new versions of the MAEA Program.  

Review MAEA Program Elements - Changes in the Business and IT Strategies or recommendations from the Domain Committee/users of the MAEA Program may cause enhancements to be identified.  These enhancements can have a rippling effect on all parts of the MAEA Program or the Architecture Blueprint.
Review MAEA Part I - Architecture Administration

Changes in the Business and IT Strategies may cause the Business Drivers to change.  This can have an impact on the Enterprise Architecture Pillars.

Changes in the Business and IT Strategies may cause the Enterprise Architecture Pillars to change.   If the Strategy changes cause changes to the Enterprise Architecture Pillars, there will be a rippling effect.  Domains and Disciplines that have relationship with the changed Pillars will need to be put through the Architecture Documentation Process to verify they are still valid and undergo modifications as needed.

The Enterprise Pillars will also need to be reviewed as well, to determine if any need to be more strongly emphasized in the Architecture Administration Part I of MAEA Program.  For example, due to the change, an item currently stated as a Best Practice may be elevated to a Principle, or a Technology Trend may be elevated to Best Practice.  

These types of changes will also affect the Domains and Disciplines that are related to, or conflicted with the changed Enterprise Architecture Pillar.

Review MAEA Part II - Architecture Processes & Templates

Recommended enhancements may occur in the Architecture Processes & Templates. These could impact existing Architecture Blueprint and communication documentation.


Review MAEA Part III – Appendices

Changes in either MAEA Part I – Architecture Administration or MAEA Part II - Architecture Processes & Templates can cause the MAEA Part III – Appendices to change.  Items from Part I and Part II that are removed or added should be reviewed, and any re-training needs for the various architecture stakeholders determined.

Create Summarized Architecture Program Changes – The Architecture Office summarizes the recommended changes to Part I, Part II, and Part III into a draft review document.  Included will be proposals for MAEA Program enhancements, background information, and education enhancements.

The MAEA Part I - Architecture Administrative inputs come from:

· Architecture Administrative Review Results 

· Updated IT Strategy plans

· Updated Business Strategy plans 

· Recommended MAEA Program Changes

The MAEA Part II – Architecture Processes & Templates inputs come from:

· Architecture Process & Template Review Results 

· Architecture Administrative Review Results

· Recommended MAEA Program Changes 

The MAEA Part III – Appendices inputs came from:

· Architecture Educational Approach Review Results 

· Architecture Process & Template Review Results

· Architecture Administrative Review Results

· Recommended MAEA Program Changes

Architecture Review Process – Once the Architecture Review Document has been prepared, it will be presented by the Architecture Office to the ARC for the Architecture Review Process. The actual update to the MAEA Program happens during the Architecture Review Process.
Based on the event that triggered the MAEA Program to go back through the Architecture Review Process, the levels of the architecture to be reviewed will be determined as follows:

· Changes to the overarching Business Drivers flow down through Enterprise Architecture Pillars and all levels of the Architecture Blueprint.

· Changes to the Enterprise Architecture Pillars flow down through all levels of the Architecture Blueprint.

· Changes to the Architecture Processes and Templates flow down through the affected levels of the Architecture Blueprint.


The review during this process will address questions such as:

· Does a new piece of the architecture need to be added?  

· Will classifications of existing pieces of the Architecture Blueprint need to be changed?

· Will Disciplines or Domains need to be broken out differently?

This information will be documented for submission to the Architecture Office.


CHAPTER 7: Management Processes

CHAPTER 7: Management Processes

The Architecture Governance processes identified in this manual are an integral part of the overall IT management processes that are used to implement technology solutions within the state and encourage enterprise-wide collaboration. Architecture Governance is closely aligned with Business Strategic Planning, IT Strategic Planning, IT deployment, Project Management and Risk Assessment.

Management processes are those processes that are external to Architecture, and yet have links to or are touched by the Architecture Lifecycle Processes.  The full value of the MAEA will only be realized when its processes have been integrated into the State’s IT management methods and practices.  Currently these processes include:

· Project Management

· Missouri’s Value Assessment Program (MoVAP)

· Procurement

	The increasing failure of traditional software development methods is producing fundamentally new techniques for the execution of IT projects.


These processes are fully defined processes in their own right.  The process documentation resides within the department responsible for the process. For example, detail for the procurement process is documented within the Procurement Department.

Project Management 

The Project Management Process integration to Enterprise Architecture is currently under development.

Missouri’s Value Assessment Program (MoVAP) Process 

The MoVAP process, a sub-process of Project Management, is currently under development.  This effort is designed to assess the value business projects bring to the citizen and help answer the question, “Should a business project be undertaken if the cost to create, implement, and maintain it is greater than the value/savings returned to state government and ultimately the citizen?”

Procurement Process 

The Procurement Process integration to Enterprise Architecture is currently under development.

The Division of Purchasing is linked with the architecture process to assist with procurements associated with the hardware, software and services required by the IT community. The IT community should work closely with Purchasing to assist with identifying potential compliance issues or purchasing trends that may identify changes to technology architecture.
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